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Change History

This table lists and links to changes made to this guide and gives the dates those changes were made.

Change See Date

Initial Release of Document for Aug 10, 2016
Release 11.5(1)

Updated HTTPS Support for Unified
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Updated Set Up Tomcat to Present
CA-Signed Certificates to Inbound
HTTPs Clients

Updated Router Requery Configuration,
Reroute on No Answer Operation with
Unified CVP and its sub sections.

About This Guide

The Configuration Guide for Cisco Unified Customer Voice Portal provides the following information:

* Configuration of Cisco Unified Customer Voice Portal (CVP) components and additional solution
components involved in the Unified CVP call path.

* Configuration of high availability and single node for CVP components.
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. Audience

Audience

This guide is intended for managers, Unified CVP system managers, Cisco Unified Intelligent Contact
Management Enterprise (Unified ICME)/ Cisco Unified Intelligent Management Hosted (Unified ICMH)
system managers, VoIP technical experts, and IVR application developers, who are familiar with the following:

* Configuring Cisco Gateways
* Configuring Cisco Unified Communications Manager

* ICM Configuration Manager and ICM Script Editor tools for call center operations and management

Related Documents

» Compatibility Matrix for Unified CCE
* Feature Guide - Writing Scripts _for Unified Customer Voice Portal

* Operations Guide for Cisco Unified Customer Voice Portal

Obtaining Documentation and Submitting a Service Request

For information on obtaining documentation, using the Cisco Bug Search Tool (BST), submitting a service
request, and gathering additional information, see What's New in Cisco Product Documentation.

To receive new and revised Cisco technical content directly to your desktop, you can subscribe to the . RSS
feeds are a free service.

Documentation Feedback

Provide your comments about this document to: mailto:contactcenterproducts_docfeedback@cisco.com
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CHAPTER 1

Preconfiguration

* Prerequisites for Call Flow Model Configuration, on page 1
* Preconfiguration Tasks, on page 1

* Additional Configuration Instructions, on page 9

* Order of Device Operations, on page 10

* Manage Devices, on page 11

Prerequisites for Call Flow Model Configuration

This section describes the configuration procedures and information you need before you select a call flow
model and implement it.

Design Prerequisites
* Read the Configuration Guide for Cisco Unified Customer Voice Portal.
* Understand Cisco Unified Customer Voice Portal (CVP) and the description of call flow models.

* Analyze the design information that is provided in Configuration Guide for Cisco Unified Customer
Voice Portal, and then choose a call flow model for your desired Unified CVP implementation.

* Create the simplified all-in-one-box step-by-step call model examples.

* Use the troubleshooting information and examples as templates.

Preconfiguration Tasks

Procedure
Step 1 Have network information. See Network Information, on page 2.
Step 2 Perform ring no answer settings with SIP. See Ring No Answer Settings with SIP, on page 94.
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. Network Information

Step 3

Step 4
Step 5

Step 6
Step 7

Step 8
Step 9
Step 10

Step 11
Step 12

Preconfiguration |

Install Unified CVP on your computer. For Unified CVP installation, see Installation and Upgrade Guide for
Cisco Unified Customer Voice Portal at https://www.cisco.com/en/US/products/sw/custcosw/ps1006/prod
installation_guides_list.html and Unified CVP Installation, on page 3.

Install Cisco Unified Intelligent Contact Management (ICM), Cisco Unified Communications Manager (CM),
VXML and ingress gateways.

Ensure that you have login credentials for Operations Console and Reporting Server. To sign in to Operations
Console and view its menus, see Operations Console, on page 67.

Route calls through the network to the VRU. See Route Calls Through the Network to the VRU, on page 4.
Configure ethernet switch/server NIC, gateways, and Call Server settings. See Ethernet Switch/Server NIC,
Gateways and Call Server Settings, on page 4.

Apply contact center gateway debug settings. Apply Contact Center Gateway Debug Settings, on page 7.
Check the network VRU types. See the Network VRU Types, on page 8.

Refer to the SIP dialed number pattern matching algorithm. See SIP Dialed Number Pattern Matching
Algorithm, on page 9.

Obtain licenses for the required Unified CVP components.

Default security settings can prevent you from using Operations Console. Check your security policy and, if
needed, change the settings to a less restrictive level.

Related Topics
Network Information, on page 2
Ring No Answer Settings with SIP, on page 94
Route Calls Through the Network to the VRU, on page 4
Ethernet Switch/Server NIC, Gateways and Call Server Settings, on page 4
Apply Contact Center Gateway Debug Settings, on page 7
Network VRU Types, on page 8
SIP Dialed Number Pattern Matching Algorithm, on page 9

Network Information

To configure Unified CVP components and additional solution CVP components for a call flow model, ensure
that you have the following network information:

* Understanding of which Unified CVP call flow model to implement.

N

Note For information about call flow models, see the Configuration Guide for Cisco
Unified Customer Voice Portal.

*» Network topology for your system, including addresses and names of the solution components.
* Failover strategy for Gateways, Unified CVP components, and Media Servers.

» Strategy for inbound call routing (that is, dial-peers versus Proxy Server).

» Naming resolution system for Gateways (DNS versus configured on the Gateway).

» Naming schemes to be used for Unified Intelligent Contact Management Enterprise (ICME) peripheral
gateways, peripherals, and routing clients.
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Unified CVP Installation [}

* If you are using a voice response unit (VRU) other than Unified CVP, have information about VRU
trunk group number and number of trunks.

» Know locale values to be used for automatic speech recognition (ASR) and text to speech (TTS) servers.

» Know whether one or multiple VRUs, which refers to the dialed number, are to be used for each customer.

N

Note Ifall the dialed numbers use the same VRU, use the default Network VRU instead
of configuring multiple Network VRUs. For more information, see Configure
Common Unified ICMH for Unified CVP Switch Leg, on page 138.

Related Topics
Configure Common Unified ICMH for Unified CVP Switch Leg, on page 138

Unified CVP Installation

* Install the Unified CVP software. For the installation procedures of Unified CVP components, see the
https://www.cisco.com/en/US/products/sw/custcosw/ps1006/prod_installation guides_list.html.

* Install the solution components.

* If you are using Unified CVP as a Unified ICME queuing platform, ensure that the VRU peripheral
gateways use service control with Service Control Reporting enabled. If you are using it as a self-service
platform, disable Service Control Reporting. Also, note the VRU Connection Port that is used for each
VRU peripheral gateways Peripheral Interface Manager (PIM).

N

Note * For information on [VR-related Service Control reporting and queue
reporting, see the https://www.cisco.com/en/US/products/sw/custcosw/
ps1844/products user guide list.html and the https://www.cisco.com/en/
US/products/sw/custcosw/ps1001/products_user guide list.html.

* For Unified CVP reporting, see Reporting Guide for Cisco Unified Customer
Voice Portal available at https://www.cisco.com/c/en/us/support/
customer-collaboration/unified-customer-voice-portal/
products-user-guide-list.html.

* Ensure that the NIC cards, voice gateway, and network components have the Ethernet interfaces configured
with matching speed and duplex settings.

N

Note * For details about the required Ethernet Switch/Server NIC settings, see
Ethernet Switch/Server NIC, Gateways and Call Server Settings, on page
4.

* For details on design considerations and guidelines for deploying enterprise
network solutions that includes Unified CVP, see the Configuration Guide
for Cisco Unified Customer Voice Portal.

Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1) .


https://www.cisco.com/en/US/products/sw/custcosw/ps1006/prod_installation_guides_list.html
https://www.cisco.com/en/US/products/sw/custcosw/ps1844/products_user_guide_list.html
https://www.cisco.com/en/US/products/sw/custcosw/ps1844/products_user_guide_list.html
https://www.cisco.com/en/US/products/sw/custcosw/ps1001/products_user_guide_list.html
https://www.cisco.com/en/US/products/sw/custcosw/ps1001/products_user_guide_list.html
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/products-user-guide-list.html
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/products-user-guide-list.html
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/products-user-guide-list.html

. Route Calls Through the Network to the VRU

Preconfiguration |

Related Topics
Ethernet Switch/Server NIC, Gateways and Call Server Settings, on page 4

Route Calls Through the Network to the VRU

Most call flow models involve a step in which the call must be transferred to a VoiceXML gateway. Depending
on the specific call flow model in use, one of two techniques is applied to direct that transfer. Both techniques
involve one or multiple labels that Unified ICME or Unified Intelligent Contact Management Host (ICMH)
provides. Configure these in the other call routing components of the solution to deliver a call to an appropriate
VoiceXML gateway. Such labels are part of the overall dialed number plan of the contact center, and must
be determined before you configure Unified CVP.

Table 1: Call Flows Using Network VRUs and Customer VRU

Call Flows Task

Using Network VRUs of Type 7 or | Determine the Network Routing Number. This number is the base for
10 routing calls through the network to the VRU. A correlation ID is

appended to this number to transfer calls to a Network VRU through
the network.

With a Customer VRU in Unified * Determine the translation route pools to use for each VRU.
ICMH environments and for NIC o the label b " he call
Type 8 call flow models * Determine the labels to be sent to the network to connect the ca

to the VRU and the corresponding Dialed Number Identification
Service (DNIS) that is seen by the VRU. For example, the label
for the network might be 18008889999 and the DNIS received
by the VRU and sent back to Unified ICME to identify the call
might be 9999.

Ethernet Switch/Server NIC, Gateways and Call Server Settings

A

Ensure to have the following Ethernet Switch/Server NIC, gateways, and Call Server settings:

Caution

The Auto option is applicable only for matched port/NIC at Gigabit Ethernet (1000 Mbps). If you are unsure
of the adjacent station configuration, select 1000/Full on the Gigabit interface. You can use the Auto option
only if both stations supply Gigabit interfaces.

Table 2: Ethernet Switch/Server NIC, Gateways and Call Server Settings

Ethernet Switch Speed | Server/Gateway NIC | Speed/Duplex Setting for | Speed/Duplex Setting for
Speed Switch Port Server/GW NIC

1000 Mb 1000 Mb 1000/Full 1000/Full

1000 Mb 1000 Mb Auto/Auto Auto/Auto

1000 Mb 100 Mb 100 Mb/Full 100 Mb/Full
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Call Server and VXML Gateway in Different Subnets .

Ethernet Switch Speed | Server/Gateway NIC | Speed/Duplex Setting for | Speed/Duplex Setting for
Speed Switch Port Server/GW NIC

100 Mb 100 Mb 100 Mb/Full 100 Mb/Full

100 Mb 1000 Mb 100 Mb/Full 100 Mb/Full

Call Server and VXML Gateway in Different Subnets

Step 1
Step 2

Step 3
Step 4

Unified CVP shows one to two seconds delay in the Call Server when VXML gateway bootstraps the call.
The delay is caused if the Call Server and VXML gateway are in different subnets.

To avoid the delay:

Procedure

Open the registry of the machine.

Navigate to the following path:

HKEY IOCAL MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters\Interfaces\<Interface
GUID.

Set TcpAckFrequency parameter to 1.

Restart the windows machine.

Trunk Utilization and Reporting

DSO0 Trunk Information

Through Unified CVP, Unified ICM passes the gateway trunk and DS0 information from the arriving SIP
call.

PSTN gateway trunk and DSO information received at ICM has the following purposes:
* Reporting
* Routing in the Unified CCE Script Editor where TrunkGroupID and TrunkGroupChannelNum information
is available for routing decisions.
Following message is used in the examples:

The PSTN trunk group data comes from the PSTN Gateway in the SIP INVITE as shown:

Via: SIP/2.0/UDP
192.168.1.79:5060;x-route-tag="tgrp:2811-b-000"; x-dsOnum="ISDN 0/0/0:15
0/0/0:DS1 1:DSO0";branch

The following logic is used in Unified CVP to parse and pass the PSTN trunk group information to Unified
ICM:

* For TrunkGrouplD, look for tgrp: in the x-route-tag field.
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« If tgrp: found TrunkGrouplD=value after tgrp:>+<data between ISDN and
:DS1 tags>- Using the above example: TrunkGrouplID = 2811-b-000<space>0/0/0:15 0/0/0.

* TrunkGroupID =<IP addr of originating device in Via header> +<data
between ISDN and:DS1 tags>

Using the above example: TrunkGroupID=192.168.1.79<space>0/0/0:15 0/0/0.

* For TrunkGroupChannelNum, look for DS0 in x-dsOnun field.

* If found, TrunkGroupChannelNum =<value before the :DS0>: Usingthe above example:
TrunkGroupChannelNum = 1
* TrunkGroupChannelNum = <max int wvalue> to indicate we did not find the DSO value.

Using the above example: TrunkGroupChannelNum = Integer. MAX VALUE (2431 -1)

Trunk Utilization Routing and Reporting

Through the Trunk Utilization feature, a gateway is used for real-time Unified CVP routing and Unified ICM
reporting and scripting. A gateway pushes the status of memory, DS0, DSP, and CPU to Unified CVP. Because
this feature uses a push method to send resource data to Unified CVP, resources are monitored more closely
and failover can occur faster when a device goes down or is out of resources.

This feature has the following characteristics:

* Each gateway can publish an SIP OPTIONS message with CPU, Memory, DS0, and DSP information
to Unified CVP every three minutes when operation conditions are normal on the gateway.

* The push interval is configurable through the Cisco IOS CLI on the gateway.

* If a high watermark level is reached, the gateway sends the SIP OPTIONS message immediately with
an OQut-Of-Service = true indication, and does not send another OPTIONS message until the low
watermark level is reached with an Out-Of-Service = false indication.

+ Up to five Resource Availability Indication (RAI) targets can be set up on the gateway.

Trunk Utilization Routing can also be used to update trunk group status in the Unified CCE router. A PSTN
call (through the ICM script) can query the router with a preroute from a NIC to use the available ingress
gateway for the post route to Unified CVP.

N

Note DSO is the data line that provides utilization information about the number of trunks free on a gateway.

Gateway Trunk Utilization with Server Group Pinging Combination
When you combine the Server Group element polling feature with the Cisco IOS Gateway trunk utilization
feature, your solution has faster failover for high availability call signaling.
Deployment Considerations
* For Proxy Server deployment with CUSP:

* Configure TDM originating gateways for resource allocation indication-targets (RAl-targets) to
provide status in OPTIONS message to primary and secondary Unified CVP Call Servers, for
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reporting purposes. The data is used for reporting, and not routing so the data needs to be sent to
Call Servers that have reporting enabled.

* Configure primary and secondary CUSP proxy servers with Server Groups pinging to Unified CVP,
VXML Gateways, and Unified Communications Manager elements.

* Configure Unified CVP with Server Group that pings to both primary and secondary CUSP proxies
for outbound calls.

* For a non-proxy deployment:

* Configure TDM originating gateways for RAl-targets to provide status in OPTIONS message to
primary and secondary Call Servers. Unified CVP can handle the messages for both reporting and
routing purposes. If used for routing, then the gateway must be in a server group by itself on Unified
CVP.

* Configure Unified CVP with Server Groups that pings to Unified CVP, VXML Gateways, and
Unified Communications Manager elements for outbound calls.

* Configure VXML gateways for RAl-targets to provide status in the OPTIONS message to primary
and secondary Call Servers.

* Configure the Unified CVP Call Servers to send the same hostname in the contact header of OPTIONS
requests to the gateways. This process enables a single RAI-target to be configured to all Call Servers
and is important because the limit is five targets. The parameter to set is called Options Header Override.

Note

See the Cisco IOS documentation for guidelines on the high and low watermark settings.

Limitations:
* RAl is not supported on Proxy Servers.

CUSP servers do not handle the RAI header of OPTIONS messages, so they do not mark the status of
elements with that information. If VXML Gateways are down, Unified CVP may send the call using the
proxy, because the proxy does not handle incoming RAI headers in OPTIONS. It is possible to use a
local static route scheme on Unified CVP to send all calls to the proxy except the Voice XML Gateways
calls to create a server group for Voice XML Gateways and take advantage of RAI updates for routing.

Apply Contact Center Gateway Debug Settings

Step 1
Step 2
Step 3
Step 4
Step 5

Procedure

Log in to the gateway.

Type enable and type your password to enter the enable mode.
Enter the configure terminal command to enter configuration mode.
Type ivr contact-center to apply default debug settings.
Configure the logging buffer size using set logging buffer.
Example:

set logging buffer 1000000
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Step 6

Step 7
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Note The logging buffer size should be 1000000 or more.

Exit configuration mode and return to the enable prompt by pressing Ctrl-Z.

Note To view the current operating configuration, including the changes you made, enter the show
running—configCOHHnand.

To save the configuration changes, enter the write running-config startup-config command at the enable
prompt.

Example:

User Access Verification

Password:

ccbu-doc-gwé4>en

Password:

ccbu-doc-gwé#config t

Enter configuration commands, one per line. End with CNTL/Z.
ccbu-doc-gwé (config) #ivr

ccbu-doc-gwé (config) #ivr contact-center

ccbu-doc-gwé (config) #°7Z

ccbu-doc-gwé#show debug

Network VRU Types

In Unified ICME, Network VRU is a configuration database entity. It is accessed using the Network VRU
Explorer tool of ICM Configuration Manager. A Network VRU entry contains the following information:

* Type: A number from 7, 8, and 10, which corresponds to one of the types.

* Labels: This is a list of labels, which Unified ICME can use to transfer a call to the particular Network
VRU that is being configured. These labels are relevant for Network VRUs of Types 7 and 10. These
types use the Correlation ID mechanism to transfer calls. Labels for Type 8 are defined in the Translation
Route Explorer tool of ICM Configuration Manager, and are invoked using a Translation Route to VRU
node.

Each label comprises the following components:

* A digit string, which becomes a DNIS that is understood by a SIP Proxy Server, by a static route
table, or by gateway dial-peers.

* A routing client, also known as a switch leg peripheral. Each peripheral device that can act as a
switch leg must have its own label, even if the digit strings are the same in all cases.

Unified ICME introduced Network VRU Type 10, which simplifies the configuration of Network VRU’s for
Unified CVP. For most call flow models, a single Type 10 Network VRU can take the place of the Type 3,
5,7, or 8 Network VRUs, which were associated with the Customer Instance and the Switch and VRU leg
peripherals. The VRU-Only call flow models still require Type 8. However, in a specific case Type 7 is
required.

Network VRU configuration entries themselves have no value until they are associated with active calls.
Following are the three places in Unified ICME where you can perform this association:
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* Advanced tab for a given peripheral in the PG Explorer tool of the ICM Configuration Manager.
* Customer Instance configuration in the ICM Instance Explorer tool of the ICM Configuration Manager.

* On every VRU Script configuration in the Network VRU Script List tool of the ICM Configuration
Manager.

Depending on the call flow model, use Unified ICME to search either the peripheral or the customer instance
to determine how to transfer a call to a VRU. Unified ICME examines the following:

* The Network VRU and the Network VRU using the Translation Route mechanism. The network VRU
is associated with the switch leg peripheral when the call first arrives on a switch leg and Network VRU
is associated with the VRU leg peripheral when the call is being transferred.

* The Network VRU from the System Information tool, when the call is being transferred to the VRU
using the Correlation ID mechanism. The Network VRU is associated with the Customer Instance or the
default Network VRU.

* The Network VRU, which is associated with the VRU Script every time it encounters a RunExternalScript
node in its routing script. If the call is currently not connected to the designated Network VRU, Unified
ICME does not execute the VRU Script.

\}

Note The previously supported VRU types still work with Unified ICME 7.1(1) and later for existing deployments.
However, new installations should use Type 10 and existing deployments should switch to Type 10 on upgrade.

SIP Dialed Number Pattern Matching Algorithm

Refer to the following points to create dialed number patterns:
* Wildcarded DN patterns can contain “.” and “X” in any position to match a single wildcard character.

* Any of the wildcard characters in the set “>*!T” can match multiple characters. However, only one
wildcard character can be used for trailing values, else they can always match with remaining characters
in the string.

* The highest precedence of pattern matching is an exact match, followed by the most specific wildcard
match. When the number of characters is matched equally by more than one wildcarded pattern, precedence
is given from top to bottom of the configured DN list.

* There is no explicit software limit on the number of items in the DN pattern list.

Additional Configuration Instructions

» Comprehensive call flows for prerouted calls. See Comprehensive Call Flows for Pre-Routed Calls, on
page 33. This class of call flows is similar to the Unified CVP Comprehensive call flow models, except
that calls are first introduced into Unified ICME or Unified ICMH using a path other than through Unified
CVP. A Unified ICME routing script is given the chance to preroute such calls before reaching Unified
CVP. After the script transfers the call to Unified CVP for either self-service or queuing, the standard
Unified CVP Comprehensive call flow model is used.
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» Common Unified ICMH Configuration for Unified CVP Switch Leg. See Configure Common Unified
ICMH for Unified CVP Switch Leg, on page 138. It describes Unified ICMH configuration instructions
common to Comprehensive Unified ICMH and VRU-Only with NIC routing, with Correlation ID call
routing call flow models for Unified CVP switch legs.

* Common Unified ICMH Configuration: Define Unified CVP ECC Variables, on page 139. It provides
instructions on how to set up ECC variables that Unified CVP uses to exchange information with Unified
ICMH.

» Using the Metadata ECC Variable. See Metadata ECC Variable, on page 145. It defines the values for
the user-microapp.metadata ECC variable.

» Common Configuration for Differentiating VRUs (Unified CVPs) Based on Dialed Number. See Common
Configuration for Differentiating VRUs Based on Dialed Number, on page 146. It provides instructions
on how to configure Unified ICME to differentiate the VRUs.

* SIP Proxy Redundancy. See Set Up Ingress Gateway to Use Redundant Proxy Servers, on page 165 and
Set Up Call Server with Redundant Proxy Servers, on page 165.

Related Topics
Comprehensive Call Flows for Pre-Routed Calls, on page 33
Configure Common Unified ICMH for Unified CVP Switch Leg, on page 138
Define Unified CVP ECC Variables, on page 139
Metadata ECC Variable, on page 145
Common Configuration for Differentiating VRUs Based on Dialed Number, on page 146
Set Up Ingress Gateway to Use Redundant Proxy Servers, on page 165
Set Up Call Server with Redundant Proxy Servers, on page 165

Order of Device Operations

Based on your call flow model, set up the device operations in the following order.

Table 3: Order of Devices

Device Operations Settings

Device Deployment * SIP Proxy Server device (optional)

* Unified CVP Call Server device

* Unified CVP VXML Server device

* Unified CVP Reporting Server device

* Other Devices (for example, Gateways and Unified CM)

System Configuration « SIP Server Groups
« Dialed Number Pattern
 Locations

* Courtesy Callback
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Device Operations Settings

Miscellaneous * Transfer of licenses (required)
* Transfer of VXML applications (required)

* Bulk transfer of default Gateway files (required)

Manage Devices

Procedure

Step 1 Add new Unified CVP device.

Step 2 Configure Unified CVP device.

Step 3 Save and deploy Unified CVP device.

Step 4 Transfer license.

Step 5 Restart Unified CVP device to activate license.

Step 6 Verify that Unified CVP devices are active in Operations Console.

Step 7 Deploy system-level configuration, Dialed Number Pattern, SIP Server Groups, Locations, and Courtesy
Callback, and verify their statuses.

Step 8 Save and deploy the SNMP Configuration.
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Unified CVP Call Flow Models

After understanding the Prerequisites for Call Flow Model Configuration, on page 1, select one of the
following call flow models for Unified Customer Voice Portal (CVP) implementation.

» Common Tasks for Unified CVP Call Flow Models, on page 13

* Standalone Call Flow Model, on page 14

* Comprehensive Call Flow Model, on page 19

» Comprehensive Call Flows for Pre-Routed Calls, on page 33

» Call Director Call Flow Model, on page 41

* VRU-Only Call Flow Model with NIC Routing, on page 53

* Set Up sendtooriginator Setting in the SIP Service of a Call Server, on page 66

Common Tasks for Unified CVP Call Flow Models

Call Services for Call Flow Models

Based on your call flow model, select the required call services in the Call Server Configuration window:

Table 4: Call Services for Call Flow Models

Call Flow Model Required Call Services
Comprehensive Call Flow Model, on page 19 ICM, IVR, SIP
VRU-Only Call Flow Model with NIC Routing, on |ICM, IVR

page 53

Call Director Call Flow Model, on page 41 ICM, IVR

Standalone Call Flow Model, on page 14 No Service

Related Topics
Comprehensive Call Flow Model, on page 19
VRU-Only Call Flow Model with NIC Routing, on page 53
Call Director Call Flow Model, on page 41
Standalone Call Flow Model, on page 14
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Standalone Call Flow Model

In this call flow model, the VXML Server is a J2EE-compliant server that provides a complete solution for
rapidly creating and deploying dynamic Voice XML applications. You can install the VXML Server as a
standalone component without the Unified CVP Call Server component and with or without the Reporting.

The following table lists the required and optional Unified CVP components needed for the Standalone call

flow model:

Table 5: Required and Optional Unified CVP Components for Standalone Call Flow Model

CVP components

Related topics

Required CVP components

VXML Server

* VXML Server Configuration, on page 103

Ingress Gateway

» Gateway Configuration, on page 203

» Example: Gateway Settings for Standalone Call Flow Model, on
page 206

* Call Survivability, on page 347

VoiceXML Gateway » Gateway Configuration, on page 203
» Example: Gateway Settings for Standalone Call Flow Model, on
page 206
* Call Survivability, on page 347
Cisco VVB * Cisco VVB Configuration, on page 227

* Configure Cisco VVB Settings for Standalone Call Flow Model,
on page 229

Operations Console

Operations Console, on page 67

Call Server

« Call Server Configuration, on page 77

* REFER Transfers, on page 32

Media Servers

Media Server Configuration, on page 173

Optional CVP components

Reporting Server

Reporting Server Configuration, on page 125

Speech Servers

Speech Server Configuration, on page 199

Unified ICM Enterprise

Unified ICM Configuration, on page 131

The Unified CVP VXML Server (Standalone) call flow model is available in the following variations:
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* Standalone without reporting: Use the VXML Server (Standalone) option in the Operations Console.
This call flow model does not require a Call Server and a Reporting Server.

» Standalone with reporting: Use the VXML Server option in the Operations Console. This call flow
model requires a Call Server and a Reporting Server.

+ Standalone, but adding reporting affer the VXML Server (Standalone) version has already been configured:
Configure the Unified CVP Call Server, delete the VXML Server (Standalone), and use the VXML
Server option in the Operations Console to add the VXML Server.

See Configure VXML Server (Standalone), on page 103 for configuration instructions.

In this call flow model with reporting, the Unified CVP Call Server is used to route messages between the
components. Calls arrive through a VoiceXML gateway and interact directly with a VXML Server to execute
VoiceXML applications. The gateway performs both ingress and VoiceXML functions. This call flow model
provides a sophisticated VoiceXML-based VRU, for applications which, in many cases, do not need to interact
with a Unified ICME Server.

In the Unified CVP VXML Server (standalone) call flow model, only the VXML Server, Call Studio, and a
Gateway are required, except when using reporting which requires a Call Server and a Reporting Server.

This standalone model has functions similar to the VRU-Only Call Flow Model with NIC Routing, on page
53.

Note The CVP VXML standalone call flow model allows only one synchronous blind or bridged transfer. A
synchronous blind transfer indicates that once the call has been transferred, a Unified CVP Standalone script
has no ability to asynchronously take it back and deliver it somewhere else, whereas Unified ICME scripts,
in the Unified ICME-integrated models, do have that ability.

The following figure displays the call flow for the Unified CVP VXML Server (standalone) call flow model.
Figure 1: Call Flow for the Unified CVP VXML Server (Standalone) Call Flow Model
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The following, numbered, call flow description for the previous figure assumes:

* You installed and licensed the VXML Server.

* You created a Call Studio application and deployed it on the VXML Server.
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The call flow shown in the previous figure is as follows:

1.
2.
3.

6.

The call arrives from the PSTN network to the Gateway.
The Gateway sends an HTTP URL request to the VXML Server.
The VXML Server returns the VoiceXML instructions to be executed on the VXML Gateway.

The VoiceXML instructions returned to the Gateway can include references to ASR/TTS to recognize
voice input and play TTS files, and references to Media Servers to play .wav files.

The gateway can, optionally, transfer the call to any destination that it can deliver a call to, such as Unified
CM.

Unified CM can then send the call to an agent.

Related Topics

VXML Server Configuration, on page 103

Gateway Configuration, on page 203

Configure Gateway Settings for Standalone Call Flow Model, on page 205
Call Survivability, on page 347

Cisco VVB Configuration, on page 227

Configure Cisco VVB Settings for Standalone Call Flow Model, on page 229
Operations Console

Call Server Configuration

REFER Transfers, on page 32

Media Server Configuration

Reporting Server Configuration

Speech Server Configuration

Unified ICM Configuration

Configure VXML Server (Standalone), on page 103

VRU-Only Call Flow Model with NIC Routing, on page 53

Configure VXML Server Standalone Call Flow Model

The following steps apply to all variations of standalone call flow model:

Procedure

Step 1 Configure the gateway for VXML Server (Standalone) applications:

a) Define the VXML Server applications on the gateway.

Note Backup server is optional. For the Tomcat Application Server, set the port to 7000. The backup
server cannot be the same server as the Primary Server.

b) Configure the base gateway and Cisco VVB settings.

For gateway settings, see the Example: Gateway Settings for Standalone Call Flow Model, on page 206.
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Step 2

Enable Reporting for Standalone Call Flow Model .

For Cisco VVB settings, see the Configure Cisco VVB Settings for Standalone Call Flow Model, on page
229.

c) Configure the service settings on the gateway.

See the Example: Gateway Settings for Standalone Call Flow Model, on page 206.
d) Configure a dial-peer, which will call the service to reach the Unified CVP VXML Server.
See the Example: Dial-Peer for Standalone Call Flow Model, on page 207.
e) (Optional) Create additional dial-peers for any outgoing transfer destinations your application uses.

Review the updated gateway configuration by issuing the show run command to examine the running
configuration.

Create an application using Call Studio and deploy it as a zip file.

For information about Unified Call Studio, see the User Guide for Cisco Unified CVP VXML Server and
Unified Call Studio.

Related Topics
Example: Gateway Settings for Standalone Call Flow Model, on page 206
Configure Cisco VVB Settings for Standalone Call Flow Model, on page 229
Example: Dial-Peer for Standalone Call Flow Model, on page 207

Enable Reporting for Standalone Call Flow Model

Step 1
Step 2

Step 3

Step 4

Step 5
Step 6

Procedure

Follow steps 1 and 2 from Configure VXML Server Standalone Call Flow Model, on page 16.
Enable loggers on the Call Studio.

See the User Guide for Cisco Unified CVP VXML Server and Unified Call Studio for details on configuring
loggers using Call Studio.
Configure the Call Server.

For more information on configuring a Call Server, see Configure Call Server, on page 77

Configure the VXML Server.

a) In the Operations Console, select Device Management > VXML Server and add a VXML Server with
an associated Primary Call Server.

b) To enable reporting for this VXML Server, in the Operations Console, select the Configuration tab and
select Enable Reporting for this VXML Server.

¢) Add appropriate filtering.

For more information on configuring a VXML Server, see the Configure VXML Server section.

Click Save and Deploy.
Deploy the Call Studio application on the VXML Server.
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Step 7

Step 8

Note By default, CVPSNMPLogger is enabled when a new Call Studio application is created and deployed
to the VXML Server.

Configure the Reporting Server.

a) In the Operations Console, select Device Management > CVP Reporting Server > General tab and
configure the Reporting Server.

b) Select a Call Server to associate with this Reporting Server.

¢) Check the default values of the Reporting properties and change, if desired.

For more information, see the Reporting Guide for Cisco Unified Customer Voice Portal available at
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/
products-user-guide-list.html.

Click Save and Deploy.
Related Topics

Configure VXML Server Standalone Call Flow Model, on page 16
Configure Call Server, on page 77

Enable ICM Lookup for Standalone Call Flow Model

Step 1
Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Procedure

Follow steps 1 and 2 from Configure VXML Server Standalone Call Flow Model, on page 16.
Use the ReqlCMLabel element in the Call Studio script as a decision element.

The ReqICMLabel element has two exit states: error and done. The done path must connect to a transfer
element to transfer the caller to ReqlCMLabel as referenced by the ReqICMLabel Element.

For information about Unified Call Studio, see the User Guide for Cisco Unified CVP VXML Server and
Unified Call Studio.

Enable loggers on the Call Studio.

See the User Guide for Cisco Unified CVP VXML Server and Unified Call Studio for details on configuring
loggers using Call Studio.

Configure the Call Server and enable the ICM Service.
For more information on configuring a Call Server, see the Configure Call Server, on page 77.
Configure the VXML Server.

For more information on configuring a VXML Server, see the Configure VXML Server section.

Deploy the Call Studio application on the VXML Server.

Note By default, CVPSNMPLogger is enabled when a new Call Studio application is created and deployed
to the VXML Server.

Using the ICM Script Editor, create a Unified ICME script that returns a label.
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In order to transfer information from Unified ICME to the VXML Server besides the label, use the
ToExtVXMLO - 4 ECC Variables and Peripheral Variables 1 - 10. The format for using the ToExtVXML 0
- 4 is with name value pairs that are delimited by semi-colons.

Example:
ToExtVXMLO = "company=Cisco Systems;state=MA".

Use the Peripheral Variables 1 - 10 to pass information to the VXML Server. The values in the variables are
taken as is.

For more information about creating a Unified ICME script that returns a label in, see the Unified ICME
documentation.

For more information about using the ReqICMLabel element, see the Pass Data to Unified ICME, on page
158.

Related Topics
Configure VXML Server Standalone Call Flow Model, on page 16
Configure Call Server, on page 77
Pass Data to Unified ICME, on page 158
Call Director Call Flow Model for Unified ICME, on page 42
Call Director Call Flow Model for Unified ICMH, on page 43

Comprehensive Call Flow Model

The Comprehensive call flow model is deployed where the Unified CVP acts as a switch or is deployed at
the Network Application Manager (NAM) to act as a switch. The call flow models to deploy these scenarios
are listed in the Comprehensive Call Flow Model for ICME, on page 20 and Comprehensive Call Flow Model
for ICMH, on page 22 sections. In these call flow models, a call can have two legs one with the Ingress
Gateway and other with the Cisco VVB:

* Switch leg: For the Switch leg, the Gateway provides Gateway capabilities from TDM to VoIP and
call-switching capabilities

* VRU leg: For the VRU leg, the VXML Gateway provides VRU voice treatment.

A\

Note Unified ICMH sees these as a single call routed through different peripherals for
different purposes.

The SIP calls using the Unified CVP micro-applications use the IVR Service of Call Server that has the switch
leg of the call. VoiceXML fetches are sent to the Call Server. The VoiceXML traffic for micro-applications
must return only to the same Call Server as the switch leg.

Sending VoiceXML traffic to multiple application servers is implemented in Unified CVP 4.0(1) onwards by
extracting the IP address of Call Server from the SIP signaling messages in the bootstrap service rather than
using static configuration in the service parameter for the bootstrap servicesound of Voice XML Gateway.

The Comprehensive call flow model extracts the Call Server host from the SIP signaling. The Unified CVP
SIP Service is handling the switch legs of the call. If you make a SIP call that does not involve the switch leg

Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1) .


http://www.cisco.com/en/US/products/sw/custcosw/ps1001/tsd_products_support_series_home.html
http://www.cisco.com/en/US/products/sw/custcosw/ps1001/tsd_products_support_series_home.html

Unified CVP Call Flow Models |
. Comprehensive Call Flow Model for ICME

with Unified CVP, the service parameters below applies for the VRU leg only. Comprehensive calls always
use the same Call Server for both switch leg and VRU legs. Using the same Call Server simplifies the solution
and makes it easier to troubleshoot and debug.

\}

Note The app-info header parameter is for SIP calls only. If this parameter is blank, the primary Call Server IP
address configured on the service, is used. In case the Call Server is non-functional, this parameter tries to
access the backup Call Server.

Comprehensive Call Flow Model for ICME

The Comprehensive call flow model for ICME combines the Call Director using SIP and the VRU-Only call
flow model scenarios. It provides initial prompt and collect, self-service IVR, queuing, and VoIP routing
among all types of UCCE and TDM agents. This scenario is supported at the following port licensing levels:

* Basic: Supports the .wav files and input using dual tone multi-frequency (DTMF) signaling.

* Advanced: Supports ASR/ TTS Servers, and VXML Server applications.

* Unified CVP acts as the switch, transferring the call to the Network VRU and to agents. The Unified
CVP IVR service in the Operations Console is configured to work with the VoiceXML Gateway to
provide VRU treatment, which may include ASR/TTS Servers.

* Both the Voice Gateway and the Call Server have two legs for the same call: the Switch leg and the VRU
leg. For the Switch leg, the Gateway provides Gateway capabilities from TDM to VoIP, and call-switching
capabilities whereas for the VRU leg, the Gateway provides VRU voice treatment.

» A Network VRU: Type 10, serves both the Switch and VRU legs.
* Use the SendToVRU node of the ICM Script Editor to connect the call to the Network VRU.

The following figures show the call flow for Comprehensive call flow model for ICME using SIP without

and with a Proxy Server. The solid lines in these figures indicate voice paths and dashed lines indicate signaling
paths.
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Figure 2: Comprehensive Call Flow Model for ICME Using SIP Without a Proxy Server
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Note * The figures show two Gateways: the one where a call arrives and the other for the VRU leg. However,
one physical Gateway can be used for both the purposes.

* For simplicity, the figures do not illustrate redundancy and failover.

* For more information, see REFER Transfers, on page 32 and Set Up sendtooriginator Setting in the SIP
Service of a Call Server, on page 66.
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Comprehensive Call Flow Model for ICMH

In the Comprehensive call flow model for ICMH, Unified CVP is deployed at the NAM where it acts as the
switch, transferring the call to the Network VRU and to agents. The Network VRU uses the Correlation ID
transfer mechanism. On the Operations Console, the IVR Service is configured to work with the Voice XML
Gateway to provide VRU treatment, and can include the ASR/TTS Servers.

In this call flow model:

* There are two the Network VRUs: one on the NAM for the Switch leg and the VRU leg (Type 10) and
the other for the CICM for the INCRP connection.

* The Network VRU names (where applicable) and the ECC variable configurations must be identical on
the NAM and CICM. All labels must also be duplicated but their routing clients will be different.

* Use the SendToVRU node of the ICM Script Editor to connect the call to the Network VRU.

Note * This call flow model does not support calls that originate in IP address.

* For instructions on how to implement [P-originated calls in a way which is supplemental to the Unified
CVP Comprehensive Call Flow Model for ICME and ICMH, see the Calls Originated by Unified CM,
on page 35 section. This implementation requires an additional Unified CVP Call Server to be connected
to the CICM.

The following figures show the call flow for Comprehensive call flow model for ICMH using SIP without
and with a Proxy Server. The solid lines in these figures indicate voice paths and dashed lines indicate signaling
paths. The numbers in the figure indicate call flow progression.

Figure 4: Comprehensive Call Flow Model for ICMH Using SIP Without a Proxy Server
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Figure 5: Comprehensive Call Flow Model for ICMH Using SIP With a Proxy Server

Voice XML Media
gateway sener(s)
e
g =
Y '\‘1 0 Unified
I 9% Unified CVP VAU NAM 1GMH
gateway \yCaiServer 4y oy 12 -5
ﬁ’» O e
= d = A B
< g i 6 =
¢ =) ’_,-*":I? 16 15 14 g
18 o
______________________________________________________________ g
E%gi ﬁ i B
Gateway or
Unified Unifiad
Comr‘;nunicaiions Communications
anager Manager
IP Phone pég

N

Note * The figures show two Gateways: the one where a call arrives and the other for the VRU leg. However,
one physical Gateway can be used for both the purposes. Similarly, the IVR Service configured through
the Operations Console and the peripheral gateway can be on the same server.

* For simplicity, the figures do not illustrate redundancy and failover.

* For more information, see REFER Transfers, on page 32 and Set Up sendtooriginator Setting in the SIP
Service of a Call Server, on page 66.

Table 6: Required and Optional CVP Components for Comprehensive Call Flow Model

CVP components Related topics

Required CVP components

Operations Console

Operations Console

Ingress Gateway

» Gateway Configuration
* Configure Gateway Settings for Comprehensive Call Flow Model

* Call Survivability

VoiceXML Gateway

» Gateway Configuration
* Configure Gateway Settings for Comprehensive Call Flow Model

* Call Survivability

Cisco VVB

* Configure Cisco VVB on Unified CVP
* Configure Cisco VVB Settings for Comprehensive Call Flow Model
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CVP components

Related topics

Unified ICME

¢ Unified ICM Configuration

» Comprehensive Call Flow Model for ICME

* Comprehensive Call Flows for Pre-Routed Calls

* Calls Arriving at ICME through a Pre-Route-Only NIC
* Calls Originated by Unified CM

+ Calls Originated by an ACD or Call Routing Interface

* Configure ICM Settings for Comprehensive Call Flow Model for
ICME and ICMH

* Define Unified CVP ECC Variables

Unified ICMH

* Unified ICM Configuration
» Comprehensive Call Flow Model for ICMH

* Configure ICM Settings for Comprehensive Call Flow Model for
ICME and ICMH

* Configure Common Unified ICMH for Unified CVP Switch Leg
* Define Unified CVP ECC Variables

Call Server

« Call Server Configuration

* REFER Transfers

Optional CVP components

Speech Servers

Speech Server Configuration

SIP Proxy Server

SIP Proxy Server Configuration

Media Servers

Media Server Configuration

DNS Servers

DNS Zone File Configuration for Comprehensive Call Flow Model

Reporting Server

Reporting Server Configuration

Set Up Comprehensive Call Flow Model Using SIP for ICME and ICMH

Procedure

Step 1 Perform Steps 1 to 5 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page 208
procedure.

Step 2 (Optional) Configure a dial-peer for ringtone and error.
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Step 3

Step 4

Step 5
Step 6

Step 7

Step 8

Step 9

Step 10

Step 11

Set Up Comprehensive Call Flow Model Using SIP for ICME and ICMH .

If you are using a Proxy Server, configure your session target in the outbound Dial-peer to point to the Proxy
Server.

If you are using the sip-server global configuration, configure the sip-server in the sip-ua section to be your
Proxy Server and point the session target of the dial-peer to the sip-server global variable.

Note 1. Make sure your Dial plan includes this information. See the Dial plan when you configure the
SIP Proxy Server for Unified CVP.

2. The SIP Service voip dial-peer and the destination pattern on the Ingress Gateway must match
the DNIS in static routes on the SIP Proxy Server or Unified CVP Call Server.

See the SIP Devices Configuration, on page 165 and SIP Dialed Number Pattern Matching Algorithm, on page
9 for detailed information.

Perform Steps 6 to 10 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page 208
procedure.

Configure the ICM VRU Label. See Example of Dial-peer for ICM VRU Label for Type 8 Call Flow Model
of the Configure ICM Settings for VRU-Only Call Flow Model: Type 8, on page 149 section.

(Optional) Enable security for media fetches.

Note » The VXML that the IVR Service returns as a response to an HTTP/HTTPS request from the
VXML gateway contains URLSs to media servers, so that the gateway knows where to fetch
the media files from.

* To enable HTTPS communication between CVP and VVB or I0S, use the ICM Script Set
Variables to specify the protocol/port in the call.user.microapp_server. An example of a URL
that explicitly specifies an HTTP scheme ishttp: //<servername>: 80. One that specifies
an HTTPS schemeishttps://<servername>:443. An example of a URL that does not
specify the scheme is <servername>.

In the Operations Console, the user-visible text for this property is “Use Security for Media
Fetches.” Do not restart the Call Server for this property to take effect.

Click the Use Security for Media Fetches check box on the IVR Service tab.

See the Operations Console online help for detailed information about the IVR Service.

Perform Steps 11 to 13 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page 208
procedure.

Configure the speech servers to work with Unified CVP.
Caution The Operations Console can only manage speech servers installed on Windows, not on Linux. If

the speech server is installed on Linux, the server cannot be managed.

To ensure that the speech servers work with Unified CVP, make the following changes on each speech server
as part of configuring the Unified CVP solution.

Configure the characteristics for the VRU leg.

Characteristics for VRU legs require ASR and TTS treatment. On IOS VXML Gateway, if you have other
requirements for DTMF relay, codecs or VAD settings, you must modify the commands accordingly.

Perform Steps 14 and 15 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page
208 procedure.
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Step 12

Step 13

Step 14

Step 15

Define Network VRUs.

a) On Unified ICME or the NAM, ICM Configuration Manager, select Network VRU Explorer tool, define
a Network VRU for the VRU leg and labels for each Unified CVP Call Server.

b) On the CICM only, ICM Configuration Manager, select Network VRU Explorer tool, define a Network
VRU for the VRU leg and labels for reaching the NAM.

For each of the two previous substeps, specify the following:
* Type: 10
* Name: <Network VRU Name>
For example: cvp
* Define a label for each Unified CVP Call Server that is handling the Switch leg:
» Label: <Network Routing Number>
* Type: Normal

* Routing client for Unified ICME or the NAM: Select the routing client configured for that Unified
CVP Call Server peripheral from the drop-down list.

* Routing client for CICM only : Select the INCRP routing client from the drop-down list.

Note The Network VRU label in the NAM and CICM must be identical. The Network VRU Names on
the NAM and CICM should also be identical to avoid confusion.

Define network VRUs and PGs for the switch leg in the ICM Configuration Manager.

On Unified ICMH, on the NAM and CICMs, Network VRU Explorer tool, define one label per Unified CVP
Call Server or NIC routing client.

Note Use the same Type 10 Network VRU that you defined in the previous steps for the VRU leg.

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition.
Set the client type for the INCRP NIC.

On the CICM, ICM Configuration Manager, NIC Explorer tool, set the client type for the INCRP NIC.
* Client Type: VRU

Define a VRU that uses INCRP.
On the CICM, ICM Configuration Manager, Network VRU Explorer tool:
a) Define a Network VRU with a label that uses INCRP as its routing client.
Specify the following:
* Type: 10
* Name: <name of Unified CVP VRU>
For example: cvpVRU

b) Define one label for the NAM routing client.
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Step 16
Step 17

Step 18

Step 19

Step 20

Step 21

Step 22

Set Up Comprehensive Call Flow Model Using SIP for ICME and ICMH .

Specify the following:
* Type: Normal
* Label: <Network Routing Number>

* Routing client: INCRP NIC

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition .

Perform Step 16 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page 208 procedure.

Define a default network VRU on Unified ICME or the NAM, in the ICM Configuration Manager, the System
Information tool:

a) For Unified ICME or on the CICM only, define a default Network VRU.
* Define the Default Network VRU: <Network VRU Name>

For example: cvpVRU

b) If there are Routing Scripts on the NAM, define a default Network VRU.

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition.

Configure dialed numbers, call types, and customers on the Unified ICME or Unified ICMH Server in the
ICM Configuration Manager:

a) Dialed Number List Tool tab: Configure the dialed numbers.
b) Call Type List tool tab: Configure the call types.
c¢) ICM Instance Explorer tool tab: Configure the applicable customers.

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition.

Configure ECC variables.
On Unified ICME, ICM Configuration Manager, configure ECC variables.
For more information, see Define Unified CVP ECC Variables, on page 139.

Create a routing script that handles the incoming calls.

On the Unified ICME or Unified ICMH Server in the ICM Script Editor tool, use the SendToVRU node to
connect the call to the Network VRU.

See Scripting and Media Routing Guide for Cisco Unified ICM/Contact Center Enterprise & Hosted for more
information.

(Optional) Configure the SIP Proxy.
If using a SIP Proxy Server, configure it in the Unified CVP Operations Console.

Select: Device Management > SIP Proxy Server

Install and configure the Call Server(s).
In the Operations Console:
a) Enable the ICM, IVR, and SIP Services on the Call Server.

* In the Operations Console select Device Management > Unified CVP Call Server.
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« Select theICM and SIP check boxes.

b) Configure the IVR service.

* In the Operations Console select Device Management > Unified CVP Call Server > IVR tab and
configure the and configure the IVR service.

Check the default values and change, if desired. Refer to the Operations Console online help for
information about other settings you might want to adjust from their default values.

¢) In the Operations Console select Device Management > Unified CVP Call Server > SIP. Configure
the SIP Service:
* [f you are using a SIP Proxy Server, enable the Outbound Proxy and select the SIP Proxy Server.
Select the SIP tab and configure the following:
* Enable Outbound Proxy: Yes

* Outbound Proxy Host: Select from drop-down list.

* Configure Local Static Routes on the SIP Proxy Server itself.

« If you are not using a SIP Proxy Server, configure Local Static Routes using the Dialed Number
Pattern system configuration on the Operations Console. A Local Static Route must be configured
for each SIP gateway/ACD, SIP endpoint in order to receive calls.

Local Static Routes, Dialed Number (DN): Specify the dialed number pattern for the destination.
Valid number patterns include the following characters:

* Use the period (.) or X character for single-digit wildcard matching in any position.

* Use the greater than (>), asterisk (¥), or exclamation (!) characters as a wildcard for 0 or more
digits at the end of the DN.

* Do not use the T character for wildcard matching.
* Dialed numbers must not be longer than 24 characters.

* See Valid Format for Dialed Numbers, on page 94 for format and precedence information.

Example: 9> (Errors are 9292 and ringtone is 9191)
See SIP Dialed Number Pattern Matching Algorithm, on page 9 for more information.

The following examples show the incorrect and correct static route configurations. The incorrect
static route configuration does not show the least explicit routes at the end. Also, load balancing and
failover of calls require DNS SRV domain names, not multiple routes with the same DN Pattern, but
a single route to an SRV domain name.

Example: Incorrect static route configuration

1>,10.2.6.1
2>,10.2.6.2
3>,10.2.6.20
2229191>,10.2.6.241
2229292>,10.2.6.241
2229191>,10.2.6.242
2229292>,10.2.6.242
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Step 23

Step 24
Step 25
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2>,ccm-subscribers.cisco.com
3>,ccm-subscribers.cisco.com

Example: Correct static route configuration

22291>,cvp-ringtone.cisco.com
22292>,cvp-error.cisco.com

1>, ccm-subscribers.cisco.com
2>,ccm-subscribers.cisco.com
3>,ccm-subscribers.cisco.com

Note “91919191>” pattern does not match an exact DN of “91919191.”
* Check the default values for the SIP Service and change, if desired.
d) Configure the ICM Service by setting the maximum length DNIS to the length of the Network Routing

Number.

Select Device Management > CVP Call Server > ICM tab: Maximum Length of DNIS: length of the
Network Routing Number.

Example: if the Gateway dial pattern is 1800****** the maximum DNIS length is 10.

Configure Local Static Routes:

If an outbound proxy is enabled on the Operations Console, configure local static routes on the SIP Proxy
Server.

If no outbound proxy is enabled, configure local static routes using the Operations Console Dialed Number
Pattern system configuration. Refer to SIP Dialed Number Pattern Matching Algorithm, on page 9 for
detailed information.

The following example shows a local static route configuration. A local static route contains a dialed number
pattern and a routing address (IP Address, Hostname, or SIP Server Group name):

* 22291>,cvp-ringtone.cisco.com
* 22292> cvp-error.cisco.com

* 1>,ccm-subscribers.cisco.com
» 2>, ccm-subscribers.cisco.com

* 3> ccm-subscribers.cisco.com

Configure custom ringtone patterns. See Add and Deploy Dialed Number Pattern, on page 284.
(Optional) Configure the Reporting Server and associate it with a Call Server.

On the Operations Console, select Device Management > CVP Reporting Server > General and complete
the following steps:

a) Configure the Reporting Server.
b) Select a Call Server to associate with this Reporting Server.
¢) Check the default values of the Reporting properties and change, if desired.
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For more information, see the Reporting Guide for Cisco Unified Customer Voice Portal available at
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/
products-user-guide-list.html.

DNS Zone File Configuration for Comprehensive Call Flow Model

DNS Zone File Linux NAMED Configuration Example

ringtone-1 IN A 10.86.129.20

ringtone-2 IN A 10.86.129.229

vxml-1 IN A 10.86.129.20

vxml-2 IN A 10.86.129.229

vxml-3 IN A 161.44.81.254

cvp-1 IN A 10.86.129.211

cvp-2 IN A 10.86.129.220

cvp-3 IN A 161.44.81.254

; Priority Weight Port Target

sip. tcp.ringtone.sox.cisco.com. SRV 1 1 5060 ringtone-l.sox.cisco.com.

SRV 1 1 5060 ringtone-2.sox.cisco.com.
sip. udp.ringtone.sox.cisco.com. SRV 1 1 5060 ringtone-l.sox.cisco.com.

SRV 1 1 5060 ringtone-2.sox.cisco.com.

_sip. tcp.vxml.sox.cisco.com. SRV 1 1 5060 vxml-1l.sox.cisco.com.
SRV 1 1 5060 vxml-2.sox.cisco.com.

SRV 1 1 5060 vxml-3.sox.cisco.com.

_sip. udp.vxml.sox.cisco.com. SRV 2 1 5060 vxml-1l.sox.cisco.com.
SRV 2 1 5060 vxml-2.sox.cisco.com.

SRV 1 1 5060 vxml-3.sox.cisco.com.

_sip. tcp.cvp.sox.cisco.com. SRV 1 1 5060 cvp-l.sox.cisco.com.
SRV 2 1 5060 cvp-2.sox.cisco.com.

SRV 3 1 5060 cvp-3.sox.cisco.com.

_sip. udp.cvp.sox.cisco.com. SRV 1 1 5060 cvp-l.sox.cisco.com.
SRV 2 1 5060 cvp-2.sox.cisco.com.

SRV 3 1 5060 cvp-3.sox.cisco.com.

. Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1)


https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/products-user-guide-list.html
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/products-user-guide-list.html

| Unified CVP Call Flow Models

DNS Zone File Configuration for Comprehensive Call Flow Model .

DNS Zone File MS DNS Configuration Example
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Characteristics for the VRU Leg for Comprehensive Call Flow Model in IOS Gateway

Use the following commands to provide voice treatment:
S

Note This applies only to IOS VXML Gateway.

new-call is a required name.

Continue with the VRU Leg Example.

service vru-leg flash:bootstrap.tcl
|

service new-call flash:bootstrap.vxml
|
sérvice handoff flash:handoff.tcl
|
sérvice ringtone flash:ringtone.tcl
|
sérvice cvperror flash:cvperror.tcl
!

service cvp-survivability flash:survivability.tcl
I
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REFER Transfers

\}

Unified CVP SIP Service can perform a SIP REFER transfer instead of using SIP re-invites, which allows
Unified CVP to remove itself from the call, thus freeing up licensed Unified CVP ports. (Unified CVP cannot
execute further call control operations after this kind of label has been executed. For example, it cannot perform
subsequent transfers back to Unified CVP for self service or queuing to another agent.

However, if the transfer fails, configure survivability to transfer the call elsewhere. This process is not the
same as an ICM router requery; for example, it will appear as a new call to Unified ICME, but it is a way to
take an alternate action, if the transfer fails.

Note

* This feature can be used in Comprehensive (SIP only), Call Director, and Standalone call flow models.

* Router requery can be performed with a REFER transfer only if the NOTIFY messages are sent back to
Unified CVP with the result of the REFER operation. Unified CVP does not hang up the call after sending
REFER and hence, it is possible to requery Unified ICM, get another label, and send another REFER.

* The use of the survivability tcl service on the ingress gateway cannot currently support sending the
NOTIFY messages with a failed transfer result, so router requery cannot be used with REFER when it
is handled by the survivability service. Survivability service can handle REFER, except that it will always
report a successful transfer to Unified CVP, even when the transfer failed. This is a known limitation of
the TCL IVR API for REFER handling in IOS, including ingress and CUBE gateways.

Using this feature, the call can be queued at the VoiceXML gateway and then sent to an agent with a Unified
ICME label that begins with the letters "rf." Otherwise, standard Unified ICME agent labels enable Unified
CVP to remain in the signaling path for the duration of the call, and the licensed Unified CVP resource will
not be freed until the end of the call. REFER transfers can be made to Unified CM or other SIP endpoints in
the SIP cloud, such as an ACD. The ECC variable "user.sip.refertransfer” can also be set in Unified ICME
scripts. (When using this ECC variable in a Unified ICME script, it must be set to the value of the single
character "y" and Unified CVP will use REFERs when transferring to the agents.)

When using REFER transfers, including the REFER used to play back critical error.wav for abnormal
disconnects, the Ingress gateway must include an outbound voip dial peer. This outbound dial peer is necessary
because when the REFER message enters the gateway from the Call Server, it needs to match an outbound
dial peer in order for the call to succeed; otherwise, a 503 rejection occurs if no dial peers match the REFER-TO
header URI. Dial peer destination targets must match the labels in the REFER-TO SIP URI; meaning that
<errorDN>@<sip-server> and other labels that may be used in the Unified ICME routing label. For example:

dial-peer voice 1050 voip destination-pattern

1... voice-class codec 1 session protocol sipv2 session target <your
sip-server destination> dtmf-relay rtp-nte
no vad

When configuring Route Patterns on Unified CM for REFERSs to destinations outside of the cluster, such as

to the CUSP Server or the gateways directly, you must add SIP Route Pattern for the SIP Trunk associated
with that endpoint. For example, if you use REFER to Error DN to the IP Originated caller on Unified CM,

and the host of the REFER To header SIP URL is the CUSP Server, you must create a SIP Route Pattern with
that IP address or domain name and associate it with your SIP Trunk for the CUSP Server.
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Note * When a TDM gateway handles REFER, and not Cisco Unified Border Element (CUBE), a REFER
triggered INVITE is sent out. The REFER triggered INVITE requires a dial peer with a session target
and typical codec information. The REFER-TO header URI host that is formulated by the CVP routing
algorithm configuration, is ignored.

* When CUBE receives a CVP initiated REFER, it does not send it transparently through to the originator.
A dial peer is required to match the DN (user portion of the REFER-TO header URI) and the host portion
of the URI is rewritten to match the session target of the dial peer. The REFER is passed to the originator
using cli "supplementary-service sip refer"; otherwise, CUBE will handle the REFER and send the
triggered invite to the refer DN on its own as a back to back user agent.

Comprehensive Call Flows for Pre-Routed Calls

This class of call flows is similar to the Unified CVP Comprehensive call flow models, except that the calls
are first introduced into Unified ICME or Unified ICMH using a path other than through Unified CVP. A
Unified ICME routing script is executed to pre-route such calls before Unified CVP even sees them. After
the script transfers the call to Unified CVP, for either self-service or queuing, a standard Unified CVP
Comprehensive call flow model is used.

All the above call flows are similar because the original routing client is capable of a single route request
only. A routing client is an NIC, a Unified CM, an ACD, or a VRU. A routing client makes a single request
to Unified ICME, then the Unified ICME returns a destination label, and the routing client affects the transfer.
At that point the route request dialog is ended, and Unified ICME neither sends a subsequent label nor conducts
any form of third-party call control.

If the returned label was a translation route to VRU label, or if it was a correlation ID label resulting from a
SendToVRU node, the routing script may get executed. In such a case, the call is transferred to Unified CVP,
and the routing script continues executing after Unified CVP receives the call. The script then invokes
micro-application requests as part of its queuing or self service treatment. If the call is then transferred to an
agent or skill group, that label goes to Unified CVP rather than to the original routing client. If the call is to
be blind-transferred later to another agent or skill group, or back into Unified CVP for additional queuing or
self service, that label too goes to Unified CVP rather than to the original routing client.

When the call arrives at Unified CVP, for micro-applications to be supported, it must establish both the Switch
and the VRU leg. In other words, it must enter a normal Unified CVP Comprehensive call flow model. The
only difference between the pre-routed call and Comprehensive call flow model is the way a call first arrives
at Unified CVP. If a call is pre-routed, it arrives using either a translation route or correlation-id transfer,
whereas in the Comprehensive call flow model, the call arrives as a new call from the public switched telephone
network (PSTN). In both the cases, a subsequent transfer to VRU leg of Unified CVP is required.

This section focuses on the following call flows:
* Calls Arriving at ICME Through a Pre-Route-Only NIC, on page 34.
* Calls Originated by Unified CM, on page 35.

* Calls Originated by an ACD or Call Routing Interface, on page 38.
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Note If the ICM Lookup is meant to transfer the call to the Comprehensive call flow
model deployment, then a VXML Server running as a Standalone with ICME
Lookup call flow also falls in this category.

Calls Arriving at ICME Through a Pre-Route-Only NIC

The following Unified ICME NICs fall into this category: ATT, GKTMP, MCI, Sprint, Stentor. This call flow
applies to both the Comprehensive call flow models for ICME and ICMH. In the latter, both Unified CVP
and the NIC are deployed at NAM.

Based on the Release number of ICME, perform the following tasks:

Table 7: Procedure for Different Releases of ICME

ICME Release Procedure
ICME Release 7.1 1. Configure a single Type 10 Network VRU and associate it with all Unified
onwards CVP peripherals in the PG Explorer configuration tool, and in the System

Information tool, define it as the default system Network VRU.

2. To support the initial call transfer to Unified CVP from the preroute routing
client, configure Translation Route labels to target the Unified CVP peripherals.

3. To support the transfer to VRU leg, configure the Type 10 Network VRU that
you defined in Step 1 with Network Routing Number labels for each Unified
CVP peripheral routing client.

4. Associate all micro-application VRU scripts with that same Type 10 Network
VRU. When the routing script transfers the call to Unified CVP, it must use a
TranslationRouteToVRU node. The transfer to VRU leg of Unified CVP
happens automatically.

Note Non-prerouted calls can also share the same Network VRU and Call
Servers.
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ICME Release Procedure

ICME Release 7.0 1. Configure Type 7 and Type 10 Network VRUs.

onwards . .
2. Inthe PG Explorer tool, assign all Unified CVP Call Servers to the Type 7

Network VRU.

3. Configure one set of Translation Route labels to target the Type 7 Call Servers.
These sets are used to transfer the call from the original routing client to the
Unified CVP Switch leg.

4. Assign alabel to the Type 10 Network VRU for each Unified CVP Call Server
routing client, whose label string is set to the Network Routing Number.

5. Inthe System Information configuration tool, configure the Type 10 Network
VRU as the system default Network VRU.

6. Associate all micro-application VRU scripts with the Type 10 Network VRU.

Note * When the routing script transfers the call into Unified CVP, it
must use two nodes in succession: first, a
TranslationRouteToVRU, and then an explicit SendToVRU
node. The first node transfers the call from the initial routing
client to one of the Type 7 Call Servers (Unified CVP Switch
leg); the second one transfers the call from the Type 7 Call
Server to the Unified CVP VRU leg. (The VRU leg will usually
end up running through the same Unified CVP Call Server as
the Switch leg.)

* Non-prerouted calls can also share the same Type 7 Call Servers
and Type 7 and Type 10 Network VRUs; however, scripts which
handle non-prerouted calls must also use an explicit
SendToVRU node before they can execute any
micro-applications.

Calls Originated by Unified CM

This category includes the following types of calls:

* Internal Help Desk calls: For these calls, the Unified Communication Manager (CM) phone user calls a
CTI Route Point, which starts a routing script that can optionally deliver the call to Unified CVP for
queuing or self-service.

* Unified ICME Outbound Option calls: For these calls, a dialer makes outbound calls and then transfers
them to a CTI Route Point, which starts a routing script that can optionally deliver the call to Unified
CVP for queuing or self-service.

* Consultative Warm Transfer: For these calls, a Unified CM agent places the caller on hold and dials in
to Unified ICME to reach a second agent; this starts a routing script that can optionally deliver the call
to Unified CVP for queuing or self-service.
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Note For information about Consultative Warm Transfer, see Configure Unified ICME Warm Consult
Transfer/Conference to Unified CVP, on page 327.

N

Note If these call flows are used in a Cisco Unified Contact Center Management Portal environment, the target
Unified CVP Call Servers are required to be connected to the same CICM as the Unified CM from which the
call originates. For example, multiple CICMs will require multiple Unified CMs, so will they require multiple
Unified CVP Call Servers.

Further configuration points differ depending on whether Unified CVP is being deployed with Unified ICME
Release 7.0 or 7.1 and later.
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ICME Release

Task

Unified ICME
Release 7.0 onwards

1. Configure a single Type 10 Network VRU and defined as the default system
Network VRU in the System Information tool.

2. Configure the Type 10 Network VRU with two sets of labels. Associate the first
set with the Unified CM routing client, which contains a label that Unified CM
uses to transfer the call to Unified CVP. Configure Unified CM with a series of
route patterns, which include that label followed by one to five arbitrary digits.
For example, if the selected label is 1111, then the following route pattern is needed:
1111!. The second set of Network VRU labels must contain the usual
Comprehensive Model "Network Routing Number," which must be associated
with each Unified CVP Call Server routing client.

3. * When the routing script transfers the call into Unified CVP, it should use a
single SendToVRU node. No subsequent node is necessary in order to perform
the transfer to Unified CVP's VRU leg; this will take place automatically.
(The SendToVRU node can be omitted since any micro-application script
node will invoke the same functionality automatically; however, you can
include this node explicitly in the script for troubleshooting purposes).

* Non-prerouted calls can also share the same Network VRU and the same
Unified CVP Call Servers as those calls which are transferred from Unified
CM. However, the scripts which handle non-prerouted calls must also use an
explicit SendToVRU node before they can execute any micro-applications.

Associate all micro-application VRU scripts with that same Type 10 Network
VRU.

Note * When the routing script transfers the call into Unified CVP, it
should use a single SendToVRU node. No subsequent node is
necessary in order to perform the transfer to Unified CVP's VRU
leg; this will take place automatically. (The SendToVRU node can
be omitted since any micro-application script node will invoke the
same functionality automatically; however, you can include this
node explicitly in the script for troubleshooting purposes.)

» Non-prerouted calls can also share the same Network VRU and
the same Unified CVP Call Servers as those calls which are
transferred from Unified CM. However, the scripts which handle
non-prerouted calls must also use an explicit SendToVRU node
before they can execute any micro-applications.
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ICME Release

Task

Unified ICME
Release 7.1 onwards

1.

Configure two Network VRUs: one Type 7 and one Type 10.

In the PG Explorer tool, assign the Unified CVP Call Servers to the Type 7 Network
VRU.

Configure one set of Translation Route labels to target the Type 7 Call Servers;
these will be used to transfer the call from the original routing client to the Unified
CVP Switch leg.

Assign a label to the Type 10 Network VRU for each Unified CVP Call Server
routing client, whose label string is set to the Network Routing Number.

Configure the Type 10 Network VRU as the system default Network VRU in the
System Information configuration tool.

Associate all micro-application VRU scripts with the Type 10 Network VRU.

Note * When the routing script to transfers the call into Unified CVP, it
should use two nodes in succession: first, a
TranslationRouteToVRU, and then an explicit SendToVRU node
(which contrary to the Unified ICME 7.1 case, is not optional).
The first node transfers the call from the initial routing client to
one of the Type 7 Call Servers (Unified CVP Switch leg); the
second one transfers the call from the Type 7 Call Server to the
Unified CVP VRU leg. (The VRU leg will usually end up running
through the same Unified CVP Call Server as the Switch leg.)

» Non-prerouted calls can also share the same Type 7 Call Servers
and Type 7 and Type 10 Network VRUs.

Calls Originated by an ACD or Call Routing Interface

These calls are very similar to those which arrive from a preroute-only NIC, except that the routing client is
connected to Unified ICME using a PG rather than using a NIC. Therefore, if this call flow is used in a Unified
ICMH environment, the target Unified CVP Call Servers are required to be connected to the same CICM as
the ACD or CRI-based VRU from which the call originates. Just as multiple CICMs will require multiple
ACD or VRU peripherals, so will they require multiple Unified CVP Call Servers.

Further configuration points differ depending on whether Unified CVP is being deployed with Unified ICME
Release 7.0 or 7.1 and later
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Table 8: Procedure for Different Releases of ICME

ICME Release Tasks

ICME Release 7.1 onwards 1. Configure a single Type 10 Network VRU and
associate it with all Unified CVP peripherals in
the PG Explorer configuration tool, and also
define it as the default system Network VRU in
the System Information tool.

2. In order to support the initial call transfer to
Unified CVP from the pre-route routing client,
configure Translation Route labels to target the
Unified CVP peripherals.

3. In order to support the transfer to VRU leg,
configure the Type 10 Network VRU with
Network Routing Number labels for each Unified
CVP peripheral routing client.

4. Associate all micro-application VRU scripts with
that same Type 10 Network VRU.

Note * When the routing script transfers
the call into Unified CVP, it must
use a TranslationRouteToVRU
node. No subsequent node is
necessary in order to perform the
transfer to Unified CVP's VRU
leg; this will take place
automatically.

* Non-prerouted calls can also
share the same Network VRU and
the same Unified CVP Call
Servers.
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ICME Release

Tasks

ICME Release 7.0 onwards

1.

Configure two Network VRUs: one Type 7 and
one Type 10.

In the PG Explorer tool, assign all Unified CVP
Call Servers to the Type 7 Network VRU.

Configure one set of Translation Route labels to
target the Type 7 Call Servers; these will be used
to transfer the call from the original routing client
to the Unified CVP Switch leg.

Assign a label to the Type 10 Network VRU for
each Unified CVP Call Server routing client,
whose label string is set to the Network Routing
Number.

Configure the Type 10 Network VRU as the
system default Network VRU in the System
Information configuration tool.

Associate all micro-application VRU scripts with
the Type 7 Network VRU.

Note * When the routing script transfers
the call into Unified CVP, it
should use two nodes in
succession: first, a
TranslationRouteToVRU, and
then an explicit SendToVRU
node. The first node transfers the
call from the initial routing client
to one of the Type 7 Call Servers
(Unified CVP Switch leg); the
second one transfers the call from
the Type 7 Call Server to the
Unified CVP VRU leg. (The
VRU leg will usually end up
running through the same Unified
CVP Call Server as the Switch

leg.)

Non-prerouted calls can also
share the same Type 7 Call
Servers and Type 7 and Type 10
Network VRUs.

. Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1)



| Unified CVP Call Flow Models
Call Director Call Flow Model .

Call Director Call Flow Model

In Call Director call flow model, Unified CVP provides ICME with VoIP call routing capabilities only. If
you are using an ICM Server to queue calls or queue calls directly on an ACD, use your own Service Control
VRU. Calls can be transferred multiple times, from Ingress, to customer-provided VRU, to either UCCE or
customer-provided ACD or agent, and back again. When calls are connected to customer-provided equipment,
their voice paths must go to an Egress gateway, which is connected by TDM to that equipment. If the signaling
is SIP, then Unified CVP works with customer-provided SIP endpoints that have been tested and certified to
interoperate with Unified CVP. No VXML Server or VXML Gateway is used in this model.

The following table lists the required and optional CVP components needed for the Call Director call flow
model:

Table 9: Required and Optional CVP Components for Call Director Call Flow Model

CVP components Related topics

Required CVP components

Call Server « Call Server Configuration, on page 77

* REFER Transfers, on page 32

Unified ICME * Unified ICM Configuration, on page 131
+ Call Director Call Flow Model for Unified ICME, on page 42
* Call Director Call Flow Model for Unified ICMH, on page 43

* Configure ICM Settings for Call Director Call Flow Model, on
page 147

* Define Unified CVP ECC Variables, on page 139

Ingress Gateway » Gateway Configuration, on page 203

 Configure Gateway Settings for Call Director Call Flow Model,
on page 217

+ Call Survivability, on page 347

Operations Console Operations Console, on page 67

Optional CVP components

Reporting Server Reporting Server Configuration, on page 125

SIP Proxy Server, if Call Server is | SIP Proxy Server Configuration, on page 261
configured to use SIP signaling

This section describes the following Call Director call flow models:

* Call Director Call Flow Model for Unified ICME, on page 42
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* Call Director Call Flow Model for Unified ICMH, on page 43

Call Director Call Flow Model for Unified ICME

In this call flow model, Unified CVP provides Unified ICME with VoIP call switching capabilities. Provide
your own Service Control VRU, if you are using Unified ICME to queue calls or you might queue calls directly
on your ACD. Calls might be transferred multiple times, from Ingress, to customer-provided VRU, to either
Unified CCE or customer-provided ACD or agent, and back again. When calls are connected to
customer-provided equipment (either VoIP or TDM), their voice paths must go to an egress gateway, which
is connected by TDM to that equipment. If the signaling is SIP, then this call flow model works with
customer-provided SIP endpoints which have been tested and certified to interoperate with Unified CVP.

The following figures show the call flow for Call Director call flow model for ICME using SIP without and
with a Proxy Server. The solid lines in these figures indicate voice paths and dashed lines indicate signaling
paths.

Figure 6: Call Director Call Flow Model for ICME Using SIP Without a Proxy Server
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Note * In this call flow model, Unified CVP stays in the signaling path after the transfer.

* In this call flow model, VRU scripts and transfer to a VRU leg are not available .

* For more information, see REFER Transfers, on page 32 and Set Up sendtooriginator Setting in the SIP
Service of a Call Server, on page 66.

Related Topics
REFER Transfers, on page 32
Set Up sendtooriginator Setting in the SIP Service of a Call Server, on page 66

Call Director Call Flow Model for Unified ICMH

In this call flow model, Unified CVP only provides the Network Applications Manager (NAM) with VoIP
call switching capabilities. If you are using the NAM to queue calls, or you might queue calls directly on your
ACD, provide your own Service Control VRU. Calls may be transferred multiple times, from Ingress, to
customer-provided VRU, to either the NAM or customer-provided ACD or agent, and back again. When calls
are connected to customer-provided equipment, their voice paths must go to an egress gateway, which is
connected by TDM to that equipment. If the signaling is SIP, then this call flow model works with
customer-provided SIP endpoints which have been tested and certified to interoperate with Unified CVP.

The following figures show the call flow for Call Director call flow model for ICMH using SIP without and
with a Proxy Server. The solid lines in these figures indicate voice paths and dashed lines indicate signaling
paths.

Figure 8: Call Director Call Flow Model for ICMH Using SIP Without a Proxy Server
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Figure 9: Call Director Call Flow Model for ICMH Using SIP With a Proxy Server
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Note * VRU scripts and transfer to a VRU leg are not available in this call flow model.

* For more information, see REFER Transfers, on page 32 and Set Up sendtooriginator Setting in the SIP
Service of a Call Server, on page 66.

Related Topics
REFER Transfers, on page 32
Set Up sendtooriginator Setting in the SIP Service of a Call Server, on page 66

Set Up Call Director Call Flow Model

Procedure

Step 1 Perform Steps 1 to 5 of the Configure Gateway Settings for Comprehensive Call Flow Model, on page 208
procedure.

Step 2 Configure the Ingress Gateway:

a) Configure the Ingress Gateway dial-peer for the Unified CVP Call Server.
b) Configure a dial-peer for ringtone and error.

¢) Ifyou are using a Proxy Server, configure your session target in the outbound dial peer to point to the
Proxy Server.

d) Ifyou are using the sip-server global configuration, then configure the sip-server in the sip-ua section to
be your Proxy Server and point the session target of the dial-peer to the sip-server global variable.

Note Make sure your dial plan includes this information. You will need to see the Dial plan when you
configure the SIP Proxy Server for Unified CVP.

The SIP Service voip dial peer and the destination pattern on the Ingress Gateway must match the
DNIS in static routes on the SIP Proxy Server or Unified CVP Call Server.

See the SIP Devices Configuration, on page 165 and SIP Dialed Number Pattern Matching Algorithm, on page
9 for detailed information.

Step 3 For SIP without a Proxy Server, complete the following steps:
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Step 4

Step 5

a)

b)

Set Up Call Director Call Flow Model .

If you are using DNS query with SRV or A types from the gateway, configure the gateway to use DNS.

See the Operations Console online help for details. If you are using DNS query with SRV or A types from
the gateway, use the gateway configuration CLI as shown below:

Non-DNS Setup:

sip-ua
sip-server ipv4:xx.xx.xxx.xxx:5060
|

DNS Setup:

ip domain name patz.cisco.com

ip name-server 10.10.111.16

!

sip-ua

sip-server dns:cvp.pats.cisco.com
|

Configure the DNS zone file for the separate DNS server that displays how the Service (SRV) records
are configured.

Note SRV with DNS can be used in any of the SIP call flow models, with or without a Proxy server.
Standard A type DNS queries can be used as well for the calls, without SRV, but they lose the
load balancing and failover capabilities.

See the DNS Zone File Configuration for Call Director Call Flow Model, on page 52 for more information.

For SIP with a Proxy Server, use one of the following methods:

Note You can configure the Gateway statically instead of using DNS.

The following example shows how both the A and SRV type records could be configured:

ip host cvpé4cc2.cisco.com 10.4.33.132
ip host cvpé4cc3.cisco.com 10.4.33.133
ip host cvpédccl.cisco.com 10.4.33.131

For SIP/TCP:

ip host sip. tcp.cvp.cisco.com srv 50 50 5060 cvpdcc3.cisco.com
ip host sip. tcp.cvp.cisco.com srv 50 50 5060 cvpdcc2.cisco.com
ip host sip. tcp.cvp.cisco.com srv 50 50 5060 cvpdccl.cisco.com

For SIP/UDP:

ip host sip. udp.cvp.cisco.com srv 50 50 5060 cvpd4cc3.cisco.com
ip host sip. udp.cvp.cisco.com srv 50 50 5060 cvpdcc2.cisco.com
ip host sip. udp.cvp.cisco.com srv 50 50 5060 cvpdccl.cisco.com

Note The DNS Server must be configured with all necessary A type or SRV type records.

See the SIP Devices Configuration, on page 165.

If you are using the DNS Server, you can set your SIP Service as the Host Name (either A or SRV type).

On the Unified CM server, CCMAdmin Publisher, complete the following SIP-specific actions:
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a) Create SIP trunks.
* If you are using a SIP Proxy Server, set up a SIP trunk to the SIP Proxy Server.
* Add a SIP Trunk for the Unified CVP Call Server.

* Add a SIP Trunk for each Ingress gateway that will send SIP calls to Unified CVP that might be
routed to Unified CM.
To add an SIP trunk, select Device > Trunk > Add New and use the following parameters:

* Trunk Type: SIP trunk
 Device Protocol: SIP

* Destination Address: IP address or host name of the SIP Proxy Server (if using a SIP Proxy Server).
If not using a SIP Proxy Server, enter the IP address or host name of the Unified CVP Call Server.

* DTMF Signaling Method: RFC 2833
* Do not check the Media Termination Point Required check box.

* If you are using UDP as the outgoing transport on Unified CVP, also set the outgoing transport to
UDP on the SIP Trunk Security Profile.

* Connection to CUSP Server: use 5060 as the default port.

b) Add route patterns for outbound calls from the Unified CM devices using a SIP Trunk to the Unified CVP
Call Server. Also, add a route pattern for error DN.

Select Call Routing > Route/Hunt > Route Pattern > Add New
Add the following:

* Route Pattern: Specify the route pattern; for example: 3XXX for a TDM phone that dials 9+3xxx
and all Unified ICME scripts are set up for 3xxx dialed numbers.

» Gateway/Route List: Select the SIP Trunk defined in the previous substep.

Note For warm transfers, the call from Agent 1 to Agent 2 does not typically use a SIP Trunk, but
you must configure the CTI Route Point for that dialed number on the Unified CM server and
associate that number with your peripheral gateway user (PGUSER) for the JTAPI gateway on
the Unified CM peripheral gateway. An alternative is to use the Dialed Number Plan on Unified
ICME to bypass the CTI Route Point.

¢) Ifyou are sending calls to Unified CM using an SRV cluster domain name, select Enterprise Parameters >
Clusterwide Domain Configuration and add the Cluster fully qualified domain name FQDN.

Step 6 (Optionally) Configure the SIP Proxy Server.
a) Configure the SIP static routes to the Unified CVP Call Servers, Unified CM SIP trunks, and Gateways.

Configure the SIP static routes for intermediary transfers for ringtone, playback dialed numbers, and error
playback dialed numbers.

Note For failover and load balancing of calls to multiple destinations, configure the CUSP server
static route with priority and weight.

b) Configure Access Control Lists for Unified CVP calls.
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Select Proxy Settings > Incoming ACL.
Address pattern: all

c) Configure the service parameters.
Select Service Parameters, then set the following:

¢ Add record route: off
* Maximum invite retransmission count: 2

* Proxy Domain and Cluster Name: if using DNS SRV, set to the FQDN of your Proxy Server SRV
name

d) Write down the IP address and host name of the SIP Proxy Server. (You need this information when
configuring the SIP Proxy Server in Unified CVP.)

e) Ifusing redundant SIP Proxy Servers (primary and secondary or load balancing), then decide whether to
use DNS server lookups for SRV records or non-DNS based local SRV record configuration.

Note If a single CUSP Server is used, then SRV record usage is not required.

Configure the SRV records on the DNS server or locally on Unified CVP with a .xml file (local xml
configuration avoids the overhead of DNS lookups with each call).

Note See the Local SRV File Configuration Example for SIP Messaging Redundancy, on page 166

section for details.

The Call Director call flow model with SIP calls will typically be deployed with dual CUSP servers for
redundancy. In some cases, you might want to purchase a second CUSP server. Regardless, the default
transport for deployment will be UDP; make sure you always disable the record-route in a CUSP server
as this advanced feature is not supported in Contact Center deployments.

For the required settings in the Unified CM Publisher configuration, see the Cisco Unified SIP Proxy
documentation.
Step 7 Configure the PGs for the switch leg.
On Unified ICME, ICM Configuration Manager, PG Explorer tool:

a) Configure each peripheral gateway (PG) to be used for the Switch leg. In the tree view pane, select the
applicable PG, and set the following:

1. Logical Controller tab:
* Client Type: VRU
* Name: A name descriptive of this PG

For example: <location>_A for side A of a particular location

2. Peripheral tab:
* Peripheral Name: A name descriptive of this Unified CVP peripheral

For example: <location>_<cvp1> or <dns_name>

* Client Type: VRU
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Step 8

Step 9

Step 10

Step 11

* Select the check box: Enable Post-routing

3. Routing Client tab:

* Name: By convention, use the same name as the peripheral.

* Client Type: VRU

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition.

b) Configure a peripheral for each Unified CVP Call Server to be used for a Switch leg connected to each
PG.

Configure dialed numbers.

On the Unified ICME or Unified ICMH Server, in the ICM Configuration Manager, configure the following
items:

a) Dialed Number List Tool tab: Configure the dialed numbers.
b) Call Type List tool tab: Configure the call types.
¢) ICM Instance Explorer tool tab: Configure the applicable customers.

For more information, see the ICM Configuration Guide for Cisco ICM Enterprise Edition.

Create a Routing Script.
On the Unified ICME or Unified ICMH Server in the ICM Script Editor tool:

Create a routing script that handles the incoming call. The routing script must execute a Label node or Select
node (node that returns a label right away).

Note Do not use the Queue node in the routing script.
The label must be configured in the SIP Proxy Server to the IP address of the device that the label corresponds
to. The Proxy Server is optional. If you do not have one, you must configure the Gateway dial-peer to point

to the Call Server (refer to the first step in this process). Also, you must configure the destination labels in
the SIP Service for the Call Server.

See the Scripting and Media Routing Guide for Cisco Unified ICM/Contact Center Enterprise & Hosted for
more information.

Configure the SIP Proxy Server using the Operations Console.

Select Device Management > SIP Proxy Server.

In the Operations Console, install and configure Call Servers.

a) Enable the ICM and SIP Services on the Call Server.
In the Operations Console, select Device Management > Unified CVP Call Server.
Select the check boxes: ICM and SIP

b) Configure the SIP Service:
Select Device Management > CVP Call Server > SIP tab.

* If you are using a SIP Proxy Server, enable the Outbound Proxy and select the SIP Proxy Server. If
using a SIP Proxy Server, configure Local Static Routes on the SIP Proxy Server itself.
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Step 12

Step 13

Set Up Call Director Call Flow Model .

* If you are not using a SIP Proxy Server, configure Local Static Routes using the Dialed Number
Pattern system configuration in the Operations Console. A local static route must be configured for
each SIP gateway/ACD, SIP endpoint in order to receive calls.

* Check the default values for the SIP Service and change, if desired.

See the SIP Dialed Number Pattern Matching Algorithm, on page 9 for detailed information.

¢) Configure the ICM Service by setting the maximum length DNIS to the length of the Network Routing
Number:

* Select Device Management > CVP Call Server > ICM tab.
* Set the Maximum Length of DNIS to length of the Network Routing Number.

Example: if the Gateway dial pattern is 1800****** the maximum DNIS length is 10.

For detailed information, see the Operations Console online help.

Configure local static routes:

If an outbound proxy is enabled on the Operations Console, configure local static routes on the SIP Proxy
Server.

If no outbound proxy is enabled, configure local static routes using the Operations Console Dialed Number
Pattern system configuration. See the SIP Dialed Number Pattern Matching Algorithm, on page 9 for detailed
information.

The following is an example of a local static route configuration. A local static route contains a dialed number
pattern and a routing address (IP Address, Hostname, or SIP Server Group name):

* 22291>,cvp-ringtone.cisco.com
* 22292>,cvp-error.cisco.com

* 1> ccm-subscribers.cisco.com

* 2>,ccm-subscribers.cisco.com

* 3> ccm-subscribers.cisco.com

(Optional) On the Operations Console, configure the Reporting Server. Select Device Management > CVP
Reporting Server > General tab:

a) Configure the Reporting Server.

b) Select a Call Server to associate with this Reporting Server.

¢) Check the default values of the Reporting properties and change, if desired.

For more information, see the Reporting Guide for Cisco Unified Customer Voice Portal available at

https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/
products-user-guide-list.html.

Related Topics
Configure Gateway Settings for Comprehensive Call Flow Model, on page 208
Set Up Ingress Gateway to Use Redundant Proxy Servers, on page 165
Set Up Call Server with Redundant Proxy Servers, on page 165
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Local SRV File Configuration Example for SIP Messaging Redundancy, on page 166

Load-Balancing SIP Calls , on page 166

Cisco Unified SIP Proxy (CUSP) Configuration , on page 166
Configure Custom Streaming Ringtones, on page 169

SIP Dialed Number Pattern Matching Algorithm, on page 9

DNS Zone File Configuration for Call Director Call Flow Model, on page 52
Local SRV File Configuration Example for SIP Messaging Redundancy, on page 166

Examples: Ingress Gateway Configuration

Example: Gateway Settings for Call Director Call Flow Model

The first part of the following example provides the basic configuration for setting an Ingress gateway:

* Applies a timestamp to debugging and log messages

* Turns on logging

* Turns off printing to the command line interface console

* Sends RTP packets

* Configures gateway settings

The last part of this example provides the following:

* Allows SIP to play a .wav file that enables caller to hear message from critical error.wav

* Performs survivability

* Enables SIP to play ring tone to caller while caller is being transferred to an agent

* Logs errors on the gateway when the call fails

* Defines requirements for SIP Call Server

service timestamps debug datetime msec localtime
service timestamps log datetime msec localtime

service internal

logging buffered 99999999 debugging

no logging console

!

ip cef

!

voice rtp send-recv

!

voice service voip
signaling forward unconditional
h323

sip

min-se 360

header-passing

!

voice class codec 1

codec preference 1 g71lulaw
codec preference 2 g729r8
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!

application

service cvperror flash:cvperror.tcl

!

service cvp-survivability flash:survivability.tcl
!

service ringtone flash:ringtone.tcl

!

service handoff flash:handoff.tcl!gateway
!

gateway

timer receive-rtcp 6

!

ip rtcp report interval 3000

!

sip-ua

retry invite 2

timers expires 60000

sip-server ipv4:<IP of CUSP Server or Call Server>:5060

reason-header override
!

Example: Incoming Pots Dial-peer for Call Director Call Flow Model

dial-peer voice 8 pots

description Example incoming POTS dial-peer
service cvp-survivability

incoming called-number <your DN pattern here>
direct-inward-dial

!

Example: SIP Ringtone Dial-peer for Call Director Call Flow Model

dial-peer voice 9191 voip

description SIP ringtone dial-peer

service ringtone

voice-class codec 1

voice-class sip rellxx disable

incoming called-number <your ringtone DN pattern here>
dtmf-relay rtp-nte

no vad
!

Example: SIP Error Dial-peer for Call Director Call Flow Model

dial-peer voice 9292 voip

description SIP error dial-peer

service cvperror

voice-class codec 1

voice-class sip rellxx disable

incoming called-number <your error DN pattern here>
dtmf-relay rtp-nte

no vad
!

Example: Dial-peer to Reach the Unified CVP Call Server or CUSP Server for Call Director Call Flow
Model

dial-peer voice 800 voip

description Example Call Server Dialpeer with CUSP Server
destination-pattern <your DN pattern here>

voice-class codec 1

session protocol sipv2

session target sip-server

dtmf-relay rtp-nte
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DNS Zone File Configuration for Call Director Call Flow Model

Example: DNS Zone File Linux NAMED Configuration

ringtone-1 IN A 10.86.129.20

ringtone-2 IN A 10.86.129.229
vxml-1 IN A 10.86.129.20
vxml-2 IN A 10.86.129.229
vxml-3 IN A 161.44.81.254
cvp-1 IN A 10.86.129.211
cvp-2 IN A 10.86.129.220
cvp-3 IN A 161.44.81.254

; Priority Weight Port Target

sip. tcp.ringtone.sox.cisco.com. SRV 1 1 5060 ringtone-1l.sox.cisco.com.

SRV 1 1 5060 ringtone-2.sox.cisco.com.
sip. udp.ringtone.sox.cisco.com. SRV 1 1 5060 ringtone-1l.sox.cisco.com.

SRV 1 1 5060 ringtone-2.sox.c
sip. tcp.vxml.sox.cisco.com.

SRV 1 1 5060 vxml-2.sox.cisco.
SRV 1 1 5060 vxml-3.sox.cisco.

sip. udp.vxml.sox.cisco.com.

SRV 2 1 5060 vxml-2.so0x.cisco.
SRV 1 1 5060 vxml-3.sox.cisco.

_sip. tcp.cvp.sox.cisco.com.
SRV 2 1 5060 cvp-2.sox.cisco.
SRV 3 1 5060 cvp-3.sox.cisco.
_sip. udp.cvp.sox.cisco.com.
SRV 2 1 5060 cvp-2.sox.cisco.
SRV 3 1 5060 cvp-3.sox.cisco.

isco.

SRV

SRV

SRV
com.
com.
SRV
com.
com.

com.
1 1 5060 vxml-1l.sox.cisco.com.

com.
com.

2 1 5060 vxml-1.sox.cisco.com.

com.
com.

1 1 5060 cvp-l.sox.cisco.com.

1 1 5060 cvp-l.sox.cisco.com.
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Example: DNS Zone File MS DNS Configuration

% dnsmgmt - [DNS\CYPQADC2\Forward Lookup Zones\COMPLIFIED.IVR \vxmi-gw\,_udp] - =101 x|
3 Fle Action View Window Help ST
e | Ba@E@FRE 28 E |
2, NS [ _udp 2 record(s)

® 3 cvpgadet Name / [ Type | Data |

o j CYPQADC2 §_5|p Service Location (SRY) [0][0][S060] vxml-gw-206.complified. ivr

-] Cached Lookups
(=] Forward Lookup Zones
[ J] _msdcs, COMPLIFIED.IVR.
COMPLIFIED.IVR
E 3] _msdcs
-] _sites
= _tep
] _udp
& DomainDnsZones
- ] ForestDnsZones
=03 cem
3 tep
B _udp
=3 vxml-gw
3 tep
J _udp
# _']] glory.ivr
#-_] Reverse Lookup Zones
[-{i]] Event Viewer
= ?:'; isnqadc1.qglory.ivr
@ isnqadc2.glory.ivr

z] sip Service Location (SRY) [0][0][S060] vxml-gw-207 .complified.ivr

| | »]

170726

VRU-Only Call Flow Model with NIC Routing

Unified CVP provides ICM with VRU services for calls which are routed in a manner, such as by a carrier
switched network through an ICM network interface card (NIC). VRU services can be for initial prompt and
collect, for integrated self service applications, for queuing, or for any combination thereof. This scenario
does not use SIP and requires no Ingress Gateway.

Depending on the type of routing client being in charge of call routing, ICM may transfer the call to the
VRU-Only Call Server either by a Translation Route to VRU node, or by a Send To VRU node. In former,
the Call Server determines that the arriving call is a VRU leg call by matching the arriving DNIS with its
configured list of arriving DNIS numbers. In latter, it determines that it is a VRU leg call because the DNIS
length is greater than its configured maximum DNIS length. Digits beyond the maximum DNIS length are
taken as the Correlation ID

The following table lists the required and optional Unified CVP components needed for the VRU call flow
model.

Table 10: Required and Optional CVP Components for VRU Call Flow Model

CVP components Related topics

Required CVP components
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CVP components Related topics

Call Server (with IVR and ICM * Call Server Configuration, on page 77

Servi bled
ervices enabled) * REFER Transfers, on page 32

VoiceXML Gateway » Gateway Configuration, on page 203

+ Call Survivability, on page 347

Operations Console Operations Console, on page 67

Unified ICME * Unified ICM Configuration, on page 131
» Comprehensive Call Flow Model for ICME, on page 20

* Calls Arriving at ICME Through a Pre-Route-Only NIC, on page
34

* Calls Originated by Unified CM, on page 35

* Calls Originated by an ACD or Call Routing Interface, on page 38
* Define Unified CVP ECC Variables, on page 139

* Configure Common Unified ICMH for Unified CVP Switch Leg,

on page 138
Optional CVP components
VXML Server VXML Server Configuration, on page 103
Speech Servers SIP Server Group Configuration, on page 277
Media Servers Media Server Configuration, on page 173
Reporting Server Reporting Server Configuration, on page 125

Related Topics
Call Server Configuration, on page 77
REFER Transfers, on page 32
Gateway Configuration
Configure Gateway Settings for VRU-Only: Type 7
Call Survivability, on page 347
Operations Console, on page 67
Unified ICM Configuration, on page 131
Comprehensive Call Flow Model for ICME, on page 20
Calls Arriving at ICME Through a Pre-Route-Only NIC, on page 34
Calls Originated by Unified CM, on page 35
Calls Originated by an ACD or Call Routing Interface, on page 38
Define Unified CVP ECC Variables, on page 139
Configure Common Unified ICMH for Unified CVP Switch Leg, on page 138
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VXML Server Configuration, on page 103

Speech Server Configuration, on page 199

Media Server Configuration, on page 173

Reporting Server Configuration, on page 125

Type 8 VRU-Only Call Flow Model for ICME, on page 55
Type 8 VRU-Only Call Flow Model for ICMH, on page 56

Type 8 VRU-Only Call Flow Model for ICME

In this call flow model, Unified CVP works with the Voice Gateway to act as the VRU. The VRU voice
treatment is provided by the Gateway and can include ASR/TTS Servers.

When deployed with an NIC being used to queue and transfer calls (VRU Type 8), the NIC interfaces with

the TDM switch or with the PSTN to transfer the call to an agent. The Unified CVP SIP Service is part of
this call flow model.

The following figure shows the Type 8 VRU-Only call flow model where the NIC transfers the call. In the
figure, solid lines indicate voice paths and dashed lines indicate signaling paths.

Figure 10: Type 8 VRU-Only Call Flow Model Where NIC Transfers a Call
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Note » Numbers in the figure represent call flow progression.
* Confirm that there is one Network VRU: a Type 8 when NIC is queuing and transferring calls.

* Define a Translation Route and labels for the VRU Peripheral (Network VRU labels do not need to be
configured).

* Use the TranslationRouteToVRU node of the ICM Script Editor to connect the call to the Network VRU.
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Type 8 VRU-Only Call Flow Model for ICMH

In this call flow model, the Unified CVP Call Server is deployed at the CICM level to act only as the VRU

leg for the call. The VRU voice treatment is provided at the Voice Gateway, and may include ASR/TTS
Servers.

\}

Note  This call flow model is used when Unified CVP is connected to the CICM. The routing client in this call flow
model is connected to the NAM.

When deployed with a NIC being used to queue and transfer calls (VRU Type 8), the NIC interfaces to the
TDM switch to transfer the call to an agent. The SIP Service is part of this call flow model.

The following figure shows the Type 8 VRU-Only call flow model for ICMH. The solid lines in this figure
indicate voice paths and dashed lines indicate signaling paths.

Figure 11: Type 8 VRU-Only Call Flow Model for ICMH
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Note * For simplicity, the figure does not illustrate a call flow model for redundancy and failover.

» Two Network VRUs are configured:
* One on the NAM (Type 8).

* One on the CICM for the INCRP connection (Type 8).

* Use the ICM Script Editor’s TranslationRouteToVRU node to connect the call to the Network VRU.
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Set Up Type 8 VRU-Only Call Flow Model for ICME and ICMH

Step 1

Step 2
Step 3
Step 4
Step 5

Step 6

Procedure

From the Operations Console (or the Unified CVP product CD), transfer the following script, configuration,
and .wav files to the Voice XML Gateway used for the VRU leg.

Transfer the following files:
* bootstrap.tcl
* handoff.tcl
* survivabilty.tcl
* bootstrap.vxml
* recovery.vxml
* ringtone.tcl
* cvperror.tcl
* ringback.wav

» critical error.wav

Configure the VXML gateway base settings.

Configure the VXML gateway service settings.

Configure the ICM VRU Label.

Define a Network VRU on Unified ICME or (for Unified ICMH) on the NAM and each CICM.

On the ICM Configuration Manager, the Network VRU Explorer tool, specify the following:
* Type: 8
* Name: cvpVRU

Note Although any name will work, cvpVRU is used by convention, and is the example name referenced
elsewhere in this document.

Configure the Peripheral Gates (PGs) on Unified ICME or (for Unified ICMH) on each CICM.

a) Configure each PG.
b) Configure a peripheral for each Unified CVP ICM Service connected to each PG.

Use the ICM Configuration Manager, the PG Explorer tool. For each Unified CVP ICM Service connected
to this PG, in the tree view pane, select the applicable PG and configure the following items:

Logical Controller tab:
* Client Type: VRU
* Name: A name descriptive of this PG

Example: <1ocation> a for side A of a particular location
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Peripheral tab:
* Peripheral Name: A name descriptive of this Unified CVP peripheral
Examples: <location> <cvpl> Or <dns_name>

* Client Type: VRU

* Select the checkbox: Enable Post-routing

Advanced tab:
* From the Network VRU field drop-down list, select the name: cvpVRU

Routing Client tab:

» Name: By convention, use the same name as the peripheral.

* Client Type: VRU

Step 7 Configure a Service and Route for each VRU on Unified ICME or (for Unified ICMH) on each CICM.

Note You can also use service arrays. Refer to the Unified ICME documentation set for more information.

Using the ICM Configuration Manager, the Service Explorer tool, specify the following:
* Service Name: cvpVRU
* Route Name: PeripheralName_cvpVRU
* Peripheral Number: 2

Must match the "Pre-routed Call Service ID" in the Call Server configuration on the ICM tab in the
Operations Console

* Select the checkbox: Enable Post-routing

Step 8 Define trunk groups.
Note You must configure one Network Transfer Group and one associated Trunk Group for each VRU
leg Unified CVP ICM Service.
Define and configure the network trunk group on Unified ICME or (for Unified ICMH) on each CICM.
Using the ICM Configuration Manager, the Network Trunk Group Explorer tool:
a) Identify the network trunk group.

* Network Trunk Group Name: A name descriptive of this trunk group

b) For each Unified CVP ICM Service for the VRU leg, configure an associated trunk group.
* Peripheral Name: A name descriptive of this trunk group
* Peripheral Number: 200

Must match the "Pre-routed Call Trunk Group ID" in the Call Server configuration on the ICM tab
in the Operations Console

* Trunk Count: Select Use Trunk Data from the drop-down list
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Step 9

Step 10

Set Up Type 8 VRU-Only Call Flow Model for ICME and ICMH .

* Do not configure any trunks

Define translation route(s).

Define and configure a Translation Route for each VRU Peripheral on Unified ICME or (for Unified ICMH)
on each CICM.

On Unified ICME, ICM Configuration Manager, Translation Route Explorer tool:

a)

b)

Define a Translation Route for each VRU Peripheral. Specify the following:
Translation Route tab:

* Set the Name field to the name of the target VRU peripheral. (This is by convention; this value must
be unique in the enterprise)

* Set the Type field to DNIS and select the Service defined in the previous step

Configure translation route and label information for each VRU peripheral. Complete the following:
Route tab:

* Set the Name: by convention, this is the name of the target VRU peripheral, followed by the DNIS
that this route will use, for example, MyVRU_ 2000

This value must be unique in the enterprise

* Service Name drop-down list, select: PeripheralName.cvpVRU

Peripheral Target tab:
* Enter the first DNIS that will be seen by the VRU that you will be using for this translation route.

Note The DNIS pool used for each VRU peripheral must be unique

* From the drop-down list, select a Network Trunk Group which belongs to the target VRU

Label tab:

* Enter the translation route label (which might or might not be the same DNIS you entered on the
Peripheral Target tab)

* Type: Normal
* Routing Client: Select the NIC Routing Client

You must create an additional label for each NIC routing client.

Note Repeat the Route and corresponding Peripheral Target and Label information for each DNIS
in the pool.

Create VRU and routing scripts.

Create VRU scripts and routing scripts for IVR treatment and agent transfer on Unified ICME or (for Unified
ICMH) on each CICM .

Using the ICM Seript Editor tool, create the VRU scripts and routing scripts to be used for IVR treatment
and agent transfer, as described in other sections of this manual and in the ICM manuals.

Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1) .



Unified CVP Call Flow Models |

. Set Up Type 8 VRU-Only Call Flow Model for ICME and ICMH

Step 11

Step 12

Step 13

Step 14

Step 15

The VRU scripts are associated with the applicable Network VRU.
For example, cvpVRU
Use the ICM Script Editor’s TranslationRouteToVRU node to connect the call to the Network VRU.

Configure the ECC variables on Unified ICME or (for Unified ICMH) on the NAM and each CICM.
Using the ICM Configuration Manager, create the ECC variables.
For more information, see Define Unified CVP ECC Variables, on page 139.

Configure dialed numbers and call types on Unified ICME or (for Unified ICMH) on the NAM and each
CICM.

On Unified ICME, using the ICM Configuration Manager, configure dialed numbers and call types.

For more information, refer to ICM Configuration Guide for Cisco ICM Enterprise Edition.

On Unified CM configure Unified CM.

For more information, refer to the Unified CM user documentation.

Install and configure the Call Server(s).

Using the Operations Console, select Device Management > CVP Call Server and install and configure the
Call Server(s).

Select the check boxes: ICM and IVR

For detailed information, refer to the Operations Console online help.

Configure the ICM service.

Using the Operations Console, select Device Management > CVP Call Server > ICM tab. On each Unified
CVP Call Server, configure the ICM Service by specifying the following required information:

a) VRU connection port number.

Set the VRU Connection Port to match the VRU connection Port defined in ICM Setup for the
corresponding VRU peripheral gateway (PIM).

b) Maximum Length of DNIS.

Set the maximum length DNIS to a number which is at least the length of the translation route DNIS
numbers.

Example: if the Gateway dial pattern is 1800****** the maximum DNIS length is 10.
¢) Call service IDs: New Call and Pre-routed.

Enter the new and pre-routed call service IDs. Configure the ports for both groups according to the licenses
purchased, call profiles, and capacity by completing the required fields on this tab.

d) Trunk group IDs: New Call and Pre-routed.

* Enter the new and pre-routed call trunk group IDs

* Configure the group number for the Pre-routed Call Trunk group. The group number must match
the trunk group number in the Network Trunk group used for the translation route

* Configure the number of ports according to the licenses purchased and capacity
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Step 16

Step 17

Type 7 VRU-Only Call Flow Model Network VRU for ICMH .

* Configure each of the numbers used for translation routes. (The “New Call” group is not used since

the calls are being sent to the VRU (Unified CVP) after some initial processing by the NIC/Unified
ICME)

e) Dialed numbers used in the translation route.

Add the dialed numbers in the DNIS field.

f) Check the default values of the other settings and change, if desired.

Configure the IVR Service.

In the Operations Console, select Device Management > CVP Call Server > IVR tab.

Check the default values and change, if desired.

Refer to the Operations Console online help for information about other settings you might want to adjust
from their default values.

(Optional) Configure the Reporting Server.

In the Operations Console, select Device Management > CVP Reporting Server > General tab:
1. Configure the Reporting Server.

2. Select a Call Server to associate with this Reporting Server.

3. Check the default values of the Reporting properties and change, if desired.

For more information, refer to Reporting Guide for Cisco Unified Customer Voice Portal

Related Topics
Define Unified CVP ECC Variables, on page 139

Type 7 VRU-Only Call Flow Model Network VRU for ICMH

In this call flow model, Unified CVP is deployed as a Network VRU at the NAM. The Unified CVP IVR
Service in the Operations Console works with the Voice Gateway to act as the VRU. The VRU voice treatment
is provided at the Voice Gateway and can include ASR/TTS. (This call flow model is used when Unified CVP
is connected to the NAM.)

The NIC interfaces to the TDM switch to transfer calls to Unified CVP for VRU treatment and to queue and
transfer calls using a VRU Type 7 call flow.

Note

Use this call flow model only if the PSTN to which the NIC is connected can transport a Correlation ID when
it transfers a call. If this is not the set up you are using, then use the Type 8 VRU-Only Call Flow Model for
ICMH, on page 56. The Unified CVP SIP Service is part of this call flow model.

The following figure shows the Type 7 VRU-only call flow model network VRU for ICMH. In the figure,
solid lines indicate voice paths and dashed lines indicate signaling paths.
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Figure 12: Type 7 VRU-Only Call Flow Model Network VRU for ICMH
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Note * For simplicity, the figure does not illustrate a call flow model for redundancy and failover.

* The numbers in the figure indicate call flow progression.

* Set the Network VRU Type to Type 7. There is no difference between these two types except that Type
7 causes ICME to explicitly inform Unified CVP when it is about to transfer the call away from Unified
CVP. (Most customers use Type 7.)

* The Network VRU names (where applicable), correlation IDs, and the ECC variable configurations must
be identical on the NAM and CICM. All Labels must also be duplicated, although their routing clients
will be different.

* Use the SendToVRU node of CICM Script Editor to connect the call to the Network VRU.

Related Topics
Type 8 VRU-Only Call Flow Model for ICMH, on page 56

Set Up Type 3 or 7 VRU-Only Call Flow Model Network VRU for ICMH

Procedure

Step 1 Perform Steps 1 to 4 of the Set Up Type 8 VRU-Only Call Flow Model for ICME and ICMH, on page 57
procedure.

Step 2 Configure each PG.

On the NAM, ICM Configuration Manager, PG Explorer tool:

a) Configure each PG to be used for the VRU Client leg.
b) Configure a peripheral for each Unified CVP ICM Service to be used as a VRU leg connected to each
PG.

For each Unified CVP ICM Service connected to this PG, in the tree view pane, select the applicable PG.
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Logical Controller tab, configure:
* Client Type: VRU
» Name: A name descriptive of this PG

For example: <location> a for side A of a particular location

Peripheral tab, configure:
* Peripheral Name: A name descriptive of this VRU peripheral.
For example: <location> <cvpl> Or <dns_name>

* Client Type: VRU

* Select the checkbox: Enable Post-routing

Routing Client tab:

* Name: By convention, use the same name as the peripheral.

* Client Type: VRU

Step 3 Define a Network VRU and labels.

On the CICM, ICM Configuration Manager, Network VRU Explorer tool, define a Network VRU for the
VRU leg and labels for reaching the NAM.

Specify the following:
* Type:3or7
* Name: cvpVRU

Note This name is used by convention. Although any name will do, since it is referenced elsewhere
in this document, cvpVRU is assumed.

* Define a Label for the NAM.
* Label: Network routing number
* Type: Normal

* Routing client: Select the INCRP Routing Client from the drop-down list.

Step 4 Define a Network VRU and a label for each NIC.

On the NAM, ICM Configuration Manager, Network VRU Explorer tool, define a Network VRU and a
label for each NIC that is using this VRU.

Specify the following:
* Type:3or7
* Name: cvpVRU

Note This name is used by convention. Although any name will work, since it is referenced elsewhere
in this document, cvpVRU is assumed.

* Define a Label for each NIC that is using this VRU:
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Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

Step 11

* Label: Network routing number
* Type: Normal

* Routing client: Select the Routing Client for that NIC from the drop-down list.

Note Make sure the Network VRU label is identical in the NAM and CICM. The Network VRU Name
must be identical as well to avoid confusion.

If there will be Routing Scripts on the NAM, define a default Network VRU.
On the NAM, ICM Configuration Manager, System Information tool, in the General section:
* Define the Default Network VRU: cvpVRU

Define a default VRU.
On the CICM, ICM Configuration Manager, System Information tool, in the General section:
* Define a default Network VRU: cvpVRU

Create the VRU and routing scripts.
On the CICM, ICM Script Editor tool:

Create the VRU scripts and routing scripts to be used for IVR treatment and agent transfer, as described in
other sections of this manual and in the Unified ICME manuals. The VRU scripts are associated with the
applicable Network VRU, that is, cvpVRU.

Use the ICM Script Editor’s SendToVRU node to connect the call to the Network VRU.

Note A RunVRU Script or Queue node is an “implicit” SendToVRU node, although error handling will
be easier if the explicit “SendToVRU” node is used.

Configure the ECC variables.

On the NAM and CICM, ICM Configuration Manager, configure the ECC variables.

For more information, see Define Unified CVP ECC Variables, on page 139.

Configure dialed numbers and call types.

On the NAM and CICM, ICM Configuration Manager, configure dialed numbers and call types.
For more information, refer to ICM Configuration Guide for Cisco ICM Enterprise Edition
Define customers.

On the NAM and CICM, ICM Configuration Manager:

1. Ifnecessary, differentiate VRUs (Unified CVPs) based on dialed number.

2. Define customers and their Network VRU.

For more information, see Common Configuration for Differentiating VRUs Based on Dialed Number, on
page 146.

On Cisco Unified CM, configure Unified CM.

For more information, refer to the Unified CM user documentation.
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Step 13

Step 14

Step 15

Set Up Type 3 or 7 VRU-Only Call Flow Model Network VRU for ICMH .

Install and configure the Call Server(s).

In the Operations Console, select Device Management > CVP Call Server.

Configure the ICM Service for each Call Server.

In the Operations Console, select Device Management > CVP Call Server > ICM tab. For each Unified
CVP Call Server, configure the ICM Service by specifying the following required information:

1. VRU connection port number.

Set the VRU Connection Port to match the VRU connection Port defined in ICM Setup for the
corresponding VRU peripheral gateway (PIM).

2. Set the maximum length DNIS to the length of the Network Routing Number.
Example: if the Gateway dial pattern is 1800******  the maximum DNIS length is 10.
3. Call service IDs: New Call and Pre-routed.

Enter the new and pre-routed call service IDs. Configure the ports for both groups according to the licenses
purchased, call profiles, and capacity by completing the required fields on this tab

4. Trunk group IDs: New Call and Pre-routed.

Enter the new and pre-routed call trunk group IDs. Configure the group number for the Pre-routed Call
Trunk group. The group number must match the trunk group number in the Network Trunk group used
for the translation route.

Configure the number of ports according to the licenses purchased and capacity. Configure each of the
numbers used for translation routes. (The “New Call” group is not used since the calls are being sent to
the VRU (Unified CVP) after some initial processing by the NIC/Unified ICME.)

5. Check the default values of other settings and change, if desired.

Configure the IVR service.

In the Operations Console, select Device Management > CVP Call Server > IVR tab and configure the
IVR Service.

Check the default values and change, if desired.

Refer to the Operations Console online help for information about other settings you might want to adjust
from their default values.

(Optionally) Configure the Reporting Server.

In the Operations Console, select Device Management > CVP Reporting Server > General tab and configure
the Reporting Server.

1. Configure the Reporting Server.
2. Select a Call Server to associate with this Reporting Server.

3. Check the default values of the Reporting properties and change, if desired.
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For more information, refer to Reporting Guide for Cisco Unified Customer Voice Portal available at
https://www.cisco.com/c/en/us/support/customer-collaboration/unified-customer-voice-portal/
products-user-guide-list.html.

Related Topics
Set Up Type 8 VRU-Only Call Flow Model for ICME and ICMH, on page 57
Define Unified CVP ECC Variables, on page 139
Common Configuration for Differentiating VRUs Based on Dialed Number, on page 146

Set Up sendtooriginator Setting in the SIP Service of a Call
Server

For the Unified CVP Branch call flow model, incoming calls into the Unified CVP Call Server from a gateway
can be automatically routed back to the originating gateway at the branch using the sendtooriginator setting
in the SIP Service of the Call Server. This setting overrides sending the call to the outbound proxy or to any
locally configured static routes on Unified CVP. If the label returned from Unified ICME for the Unified CVP
transfer matches one of the configured patterns in the Unified CVP sendtoorginator settings, then the call is
routed to the sip:<label>@<host portion from header of incoming invite> SIP URL.

\}

Note * The setting on the IOS gateway for signaling forward unconditional is required only if ISDN call variables
needs to be available in the Unified ICME scripting environment. If these call variables are not required,
then this setting can be omitted. The setting makes the SIP INVITE message larger in terms of bytes due
to the extra payload in the message body for GTD variables. If the packet size is significantly greater
than 1300 bytes, then TCP transport may be used over UDP transport due to the possibility of a network
fragmentation of messages. See the Operations Console online help for more information.

« If the pattern matches the label returned from ICM, then the call is routed to the originating host derived
from the incoming calls remote party ID header or contact header.

* The call is sent to the origination gateway if the following statements are true:

* The remote party ID header is present on the incoming SIP invite.
* The user agent header of the INVITE indicates an IOS gateway.

* The pattern matcher on the label is configured for send-to-origin.
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CHAPTER 3

Operations Console

Operations Console is one of the Cisco Unified Customer Voice Portal (CVP) components and a web-based
interface using which you can configure other Unified CVP components and devices in the Unified CVP
solution. Use Operations Console to perform the following tasks:

* Monitor and manage the Unified CVP components and additional components that make Unified CVP
a solution.

* Manage component configurations.
* Distribute Call Studio applications to Unified CVP VXML Servers.
* Perform Reporting database administration.

* Deploy licenses to the CVP devices.

Operations Console provides access to the following operations:

* Health Monitoring: Use any SNMP-standard monitoring tool to get a detailed visual and tabular
representation of the health of the solution network. All the Unified CVP product components and most
Unified CVP solution components also issue SNMP traps and statistics that can be delivered to any
standard SNMP management station or monitoring tool.

* Direct administration of individual IOS-based components: Administrators can select an individual
gateway for direct administration using secure shell (ssh). Configurations that are modified using secure
shell, or by accessing those components directly without using the Operations Server, can be uploaded
to the Operations Server backup for later use.

* Error handling: Operations Console is used for the following two types of validations:

* Client Side - Validations using Javascript that run within the web browser. Client side validation
errors appear below the Menu bar on the Operations Console page.

N

Note Enable Javascript in the browser.

« Server Side - Validations that are run on the server side. These are extensive validations that include
the client side validations and any business validations.

* Sign In to Operations Console, on page 68
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* Sign Out of Operations Console, on page 68
* Operations Console Menus and Options, on page 69
* System-Level Operation States, on page 74

Sign In to Operations Console

Before you begin

* Install Operations Console from the Unified CVP software CD.

» Make a note of the password for the default Administrator account that you created during the installation.

N

Note By default, the Operations Console session expires after 60 minutes. Relogin to
Operations Console after the session expires.

Procedure

Step 1 From the web browser, enter https://ServerIP:9443/oamp, where ServerIP is the IP address or hostname of
the machine on which the Operations Console is installed.

The main Unified CVP window opens.

Step 2 Enter your user ID in the Username field.

Enter Administrator, which is the default user account.

Step 3 In the Password field, enter your password.

If you are logging in to the default Administrator account, enter the password that was set for this account
during installation.

If the user ID or password is invalid, the Operations Console Server displays the message, "Invalid Username
or password." Enter your user ID and password again and click OK.

The main Cisco Unified Customer Voice Portal window opens.

Step 4 Check your security policy and, if needed, change the settings to a less restrictive level.

Default security settings can prevent users from using the Operations Console.

Sign Qut of Operations Console

From the Operations Console header, click Sign out.

The Login page of Unified Customer Voice Portal window appears.
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Operations Console Menus and Options

Table 11: Operations Console—Menus and Options

Menu Options Use To

System Control Center View the status of the Cisco Unified CVP
environment in a network control center. View
the status and statistics by Device Type or
Device Pools, logical groups of devices in the
Cisco Unified CVP solution. Initiate Start,
Shutdown, or Graceful Shutdown actions on
devices in the Control Center.

Device Pool Create, modify, and delete device pool names
and descriptions for logical groups of devices
(for example, all devices located in a
geographical region).

Import System Configuration | Import a previously-saved Operations Console
Server configuration file and apply it to the
current system.

Export System Configuration Save and export all configuration information
for the Operations Console Server to a single
file on your local computer.

You can later use this file to restore an
Operations Console Server during disaster
recovery.

Location Add, edit, synchronize, and delete Unified
CM location information.

SIP Server Groups Configure server groups for SIP and view Call
Server deployment status.

Web Services Configure Diagnostic Portal servlet
credentials.
Dialed Number Pattern Configure the Dialed Number Patterns for a

destination. You can define the dialed
numbers for the Error Tone, Ring Tone, and
other destinations.

I0S Configuration
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Options

Use To

10S Template Management - Add, Delete,
Edit, Copy, and View an IOS template
configuration pushed to an IOS gateway. The
template contains the [OS commands required
for use in a Unified CVP deployment.

10S Template Deployment - Deploy a
gateway configuration template to an IOS
gateway. The template provisions the gateway
and substitutes any variables in the template
with the source devices that are chosen when
it is deployed.

Courtesy Callback

Configure allowed and denied dialed numbers,
maximum callbacks per number, and Call
Server deployment.
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Menu Options Use To

Device Management Unified CVP Call Server Configure Call Server general and
infrastructure settings; specify call services
settings for each deployment model; associate
Call Servers with device pools and the SIP
Proxy Server; and apply licenses to a Call
Server.

Unified CVP Reporting Server | Configure Reporting Server general and
infrastructure settings, associate Reporting
Servers with Call Servers, specify reporting
properties, and associate Reporting Servers
with device pools.

Perform Reporting database administration:
schedule database backups and purges;
manage database and reporting user names
and passwords; apply licenses to a Reporting
Server.

Unified CVP VXML Server Configure VXML Server general and
infrastructure settings; specify primary and
backup Call Servers; enable VXML Server
reporting and specify Voice XML data filters;
associate VXML Servers with device pools;
and apply licenses and transfer scripts to a
VXML Server.

Unified CVP VXML Server Configure VXML Server (standalone) general
(standalone) settings; associate VXML Server (standalone)
with device pools; and apply licenses and
transfer scripts to a VXML Server
(standalone).

Note A VXML Server (standalone)
handles calls that arrive through a
VoiceXML gateway. (No statistics
are provided when the VXML
Server is configured this way.)
Also, you cannot configure a
database to and capture data from
VXML Server (standalone)
applications.

Gatekeeper Configure a Gatekeeper and add this device
to the Device Pool.

Gateway Configure Gateway general settings; associate
Gateways with device pools; execute a subset
of IOS commands; view gateway statistics;
and transfer files.
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Options

Use To

Virtualized Voice Browser

Configure VVB general settings and associate
VVB with device pools.

Device Past Configurations

Review and Restore past device
configurations.

Media Server

Configure Media Server general settings and
associate a Media Server with device pools.

Note A Media Server administers the
media files that contain messages
and prompts callers hear.

Unified CM

ConfigureUnified CM general settings; specify
the URL to theUnified CM Device
Administration page; and associate theUnified
CM with device pools.

Unified ICM

Configure ICM Server general settings and
associate the ICM Server with device pools.

SIP Proxy Server

Configure SIP Proxy Server general settings;
specify the URL to the SIP Proxy Server
Device Administration page; and associate
the SIP Proxy Server with device pools.

Unified IC

Configure CUIS Server general settings and
associate the CUIS Server with device pools.

Device Past Configurations

Review and Restore past device
configurations.

Device Versions

View version information for the Call Server,
Reporting Server, VXML Server, and VXML
Server (standalone).

User Management

User Roles Create, modify, and delete user roles. Assign
SuperUser, Administrator, or Read Only
access privileges to roles.

User Groups Create, modify, and delete user groups. Assign
roles to user groups.

Users Manage Unified CVP users, and assign them

to groups and roles.
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Menu Options Use To

Bulk Administration File Transfer Transfer license files and script files to
multiple devices at a time. The File Transfer
submenu consists of the following options:

* Licenses
* Scripts and Media
* VXML Applications

SNMP V1/V2c Configure the SNMP agent that runs on the
Unified CVP device to use the V1/V2 SNMP
protocol to communicate with an SNMP
management station; add and delete SNMP
V1/V2c¢ community strings; configure a
destination to receive SNMP notifications
from an SNMP management station; and
associate community strings with the device.

The V1/V2¢ submenu consists of the
following options:

* Community String

« Notification Destination

V3 Configure the SNMP agent that runs on the
Unified CVP device to use the V3 SNMP
protocol to communicate with an SNMP
management station; add and delete SNMP
users and set their access privileges; configure
a destination to receive SNMP notifications
from an SNMP management station; and
associate SNMP users with devices.

The V3 submenu consists of the following
options:

* User

 Notification Destination

System Group Configure the MIB2 System Group system
contact and location settings, and associate
the MIB2 System Group with devices. The
System Group submenu consists of the MIB2

option.
Tools SNMP Monitor Launch the SNMP Monitor application in a
new browser window.
Configure Display the URLSs that launch the SNMP
Monitor.
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Operations Console |

Menu Options Use To
Help Contents Display the table of contents for the help
system.
This Page Display help of the current screen.
About Display the version of the help system.

System-Level Operation States

The Operations Console provides status information of for each device. A device can be in one of the states
as listed in the following table.

Table 12: Description of States Displayed in the Status Window

State

Reasons

Success

Indicates that the operation was successful.

Pending

Indicates that the operation has not yet been executed.

In Progress

Indicates that the operation is in progress.
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State

Reasons

Failed

The reasons for a failed deployment state are listed below:

+ Unable to locate IP address in the database

* General database failure

* The call server was not deployed

* Unknown error

* Notification error: Contact administrator

* Could not write to properties file

* The Call Server device is using an unknown version of the Unified CVP software
* The Call Server device is using an older version of the Unified CVP software

* Configuration not removed from the database
This failure has multiple reasons:

* Could not write to properties file
* Device has not been deployed
* General failure

» Unable to access the Database

The reasons for a failed synchronization state are listed below:

* Device is inaccessible

* Authentication failure

» Web service is not available on the device
* General database error

* General error

* Unknown host address

* SOAP service error

Note

If you make any configuration changes after your initial deployment of any System-level configuration tasks,
deploy the changed configuration again.
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Call Server Configuration

* Configure Call Server, on page 77
* Call Server Settings, on page 78

Configure Call Server

Step 1
Step 2

Step 3

Step 4

Step 5

Procedure

Log in to the Operations Console and click Device Management > Unified CVP Call Server.
Click Add New.

Note To use an existing Call Server as a template for configuring a new Call Server, select a Call Server
from the list of available Call Servers, click Use As Template, and perform Steps 3 to 5.

Click the General tab, enter the field values, and click Next. See General Settings, on page 78.

The Services you select in the General tab appear as tabs.

Click the following tabs and modify the default values of fields, if required:
a) ICM. See ICM Service Settings, on page 79.

b) SIP. See SIP Service Settings, on page 83.

c) IVR. See IVR Service Settings, on page 94.

d) Device Pool. See Add or Remove Device From Device Pool, on page 98.
e) Infrastructure. See Infrastructure Service Settings, on page 98.

Click Save & Deploy.

Note Click Save to save the changes on the Operations Console and configure the Call Server later.

Related Topics
General Settings, on page 78
ICM Service Settings, on page 79
SIP Service Settings, on page 83
IVR Service Settings, on page 94
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Add or Remove Device From Device Pool, on page 98
Infrastructure Service Settings, on page 98

Call Server Settings

General Settings

To add or edit a Call Server, click the General tab and enter or modify the field values, as listed in the following
table:

Table 13: Call Server General Tab Configuration Settings

Property Description Default |Range Restart
Value Required
General
IP Address The IP address of the Call Server. None Valid IP address | No
Hostname The hostname of the Call Server. None A valid DNS No
name, which
includes the
uppercase and
lowercase
letters, the
numbers 0
through 9, and a
dash
Description The description of the Call Server. None 0 to 1024 No
characters
Enable Secure Select to enable secure communications | None Enabled or Yes
Communication with | between the Operations Console and the Disabled
the Ops Console Call Server. The device is accessed using
SSH and files are transferred using
HTTPS.
Note Enable this option after you
configure secure
communications.
Device Version Lists the Release and Build Number for |Read-only | Read-only No
this device.

Turn On Services
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Property Description Default |Range Restart
Value Required
ICM Enables a Call Server to communicate | None Not applicable | Yes

with an ICM Server.

Note You must configure an ICM
Server before the Call Server
can communicate with it.

IVR The IVR Service creates VXML pages | None Not applicable | Yes
that implement the micro-applications,
based on run script instructions received
from the ICM Server. The VXML pages
are sent to the VXML Gateway to be
executed.

SIP Session Initiation Protocol (SIP), RFC | None Not applicable | Yes
3261, is the primary call control protocol
in Unified CVP. The SIP Service uses SIP
to communicate with other Unified CVP
solution components, such as the SIP
Proxy Server, the VXML and Ingress
Gateways, and Cisco Unified
Communications Manager SIP trunks, and
SIP phones.

Note If you are adding a new Call
Server or editing a Call Server
and you are using the Call
Director or Comprehensive
call flow model, configure the
SIP service.

Related Topics
Secure Communications Between Unified CVP and IOS Devices, on page 323

ICM Service Settings

Restart the Call Server if you configure the ICM Service on a Call Server for the first time. To configure ICM
service settings on a Call Server, on the ICM tab, enter or modify the field values, as listed in the following
table:

Table 14: ICM Service Configuration Settings

Property Description Default |Range Restart
Value Required

General Configuration
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Property Description Default |Range Restart
Value Required
VRU Connection | The Port Number on which the Intelligent | 5000 Any valid TCP/IP Yes
Port Call Management (ICM) Service listens connection port
for a TCP connection from the ICM PIM.
Maximum Length | The maximum length of an incoming 10 Integer. Valid input | No

of DNIS

Dialed Number Identification Service
(DNIS). DNIS is a phone service that
identifies the number a caller dialed. Your
network dial plan has the information for
the maximum length of DNIS. The number
of DNIS digits from the PSTN must be less
than or equal to the maximum length of
DNIS field.

For example, if the Gateway dial pattern is
1800****** 'the value of Maximum
Length of DNIS field should be 10.

Note If you are using the Correlation
ID method in your ICM script
to transfer calls to Unified CVP,
the maximum length of DNIS
should be the length of the label
that is returned from ICM for
the VRU leg of the call. When
ICM transfers the call, the
Correlation ID is appended to
the label. Unified CVP then
separates the two, assuming that
any digits greater than
maximum length of DNIS are
the Correlation ID. The
Correlation ID and label are
then passed to ICM.

for this field is 1 to
99999 characters.

Translation Routed DNIS Pool
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Property Description Default |Range Restart
Value Required
Add Enter a single DNIS number for translation | None Integer up to 32 No
routed calls. characters

Validations for DNIS field are:

» The DNIS must be a positive integer
and can begin with a zero.

* The first and the last values for the
DNIS range must be of the same
length.

* You cannot add a DNIS or DNIS
range that already exists or overlaps
with DNIS or is in the range of a

DNIS.
Add a Range This range is a list of DNIS numbers used | None Integer up to 32 No
for translation of routed calls. characters

Click Add a Range and enter the first and
the last DNIS numbers in the range in the
to field. Click Add DNIS to add the
entered DNIS or DNIS range to the list of
Configured DNIS numbers. Select a DNIS
or DNIS range in the Configured DNIS box
and click Delete DNIS to remove it from
the list of Configured DNIS numbers.

The first and the last values for the DNIS
range must be of the same length.

Advanced Configuration

New Call Service | Enter a value that identifies calls to be 1 Integer Yes
ID presented to ICM software as a new call.
New Call Service ID calls result ina NEW
CALL message being sent to ICM software
and the call being treated as a new call,
even if it had been prerouted by ICM

software.
Pre-routed Service | Enter a value that identifies calls prerouted | 2 Integer Yes
ID with either a translation route or correlation

ID. Pre-routed Service ID calls result in a
REQUEST INSTRUCTION message
being sent to ICM software, which
continues to run the script for the call.

New Call Trunk | Calls presented to ICM as new calls are | 100 Integer Yes
Group ID sent with New Trunk Group ID as part of
the NEW_CALL message to ICM.
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Property Description Default |Range Restart
Value Required
Pre-routed Call | Calls pre-routed with a Translation Route |200 Integer Yes
Trunk Group ID | or correlation ID are sent with Pre-routed
Trunk Group ID as part of the
REQUEST INSTRUCTION message to
ICM.
Select QoS Level | Select the Quality of Service level between | cs3 The drop-down list | Yes
the ICM Service and the ICM VRU PIM. has the following
Note For more information, see Implementing Qua%’alue 'f;fl ! ,ﬂa;‘l 2;2
Service Policies with DSCP (Dogument ID: | DL03Jat > %22 3
http://www.cisco.com/warp/public/105/dscpva heés’ﬁt&é’ af33, afdl,
at42, at43, csl, cs2,
cs3, cs4, cs5, csb, cs7,
default, ef
Note The
default
QoS
setting
between
ICM and
ICM VRU
PIM is
CS3.
Trunk Utilization
Enable Gateway | Check this check box to enable gateway |None Not applicable No
Trunk Reporting | trunk reporting.
Note While adding or editing a
gateway, you can use the
optional field, Trunk Group
ID to customize the trunk group
ID for each gateway.
Maximum The value used for setting the maximum | 700 1 to 1500 Yes
Gateway Ports number of ports that a gateway supports in
a CVP deployment. This value is be used
to calculate the number of ports to report
to the Unified ICM Server for each
gateway.
Available The list of gateways available for trunk | None Not applicable No
reporting.
Selected The list of gateways selected for trunk All Not applicable No
reporting. Gateways
Selected
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SIP Service Settings

Restart the Call Server if you configure SIP service settings for the first time. To configure SIP service settings
on a Call Server, on the SIP tab, enter or modify the field values, as listed in the following table:

Table 15: SIP Service Configuration Settings

Property Description Default Range Restart
Required

Configuration

Enable Outbound | If you want to use a Cisco Unified | No Yes or No Yes

Proxy SIP Proxy Server, in the Enable

outbound proxy field, select Yes.
Else, select No.

Enable Outbound | If you want to use a Cisco Unified | Yes Yes or No Yes
Proxy SIP Proxy Server, in the Enable
outbound proxy field, select Yes.
Else, select No.

Use DNS SRV If you want to use DNS SRV for | Yes Yes or No Yes
type query outbound proxy lookup, select Yes
in the Use DNS SRYV type query
field. Else, select No.

Note If you enable Resolve
SRYV records locally,
select Yes to ensure
that the feature works

properly.
Resolve SRV Check the Resolve SRV records |Enabled Yes or No Yes
records locally locally check box to resolve the

SRV domain name with a local
configuration file instead of a DNS

Server.
Outbound proxy |Ifyou selected Enable Outbound | No Valid IP address Yes
Host Proxy, from the Outbound proxy

Host drop-down list, select an
Outbound Proxy Server.

Note An Outbound Proxy
Server is a the SIP
Proxy Server that is
added to the Operations
Console.
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Property Description Default Range Restart
Required

Outbound SRV If you use a hostname thatis an | None Follows the same Yes
domain SRV type record instead of a validation rules as
name/Server group | standard DNS type record, in the hostname, which
name (FQDN) Outbound SRV domain includes uppercase and

name/Server group name lowercase letters, the

(FQDN) text box, enter a fully numbers 0 through 9,

qualified domain name that is and a dash.

configured on the DNS server.

Else,%he field contains an SRV 0 to 256 character

. length.

configuration file.

Example: Outbound calls made

from CVP SIP service are

addressed to the URL of

sip:<label>@<srvfgdn>. A

server, such as Redundant Proxy

Server, can route calls using this

configuration.
DN on the Enter the dialed number configured | 9191 Any valid label No
Gateway to play | on the gateway to play the
the ringtone ringtone, which is dedicated VoIP

dial peer.
DN on the Enter a dial number pattern that | 9292 Any valid label No
Gateway to play |you want to be played for an error

the error tone

tone.

To find out which DN is
configured on the gateway to play
the error tone, execute the sh run
command on the gateway and look
for the dial peer that matches the
incoming dialed number.
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Property Description Default Range Restart
Required
Override System | For upgraded devices, check the | Unchecked The default state of the | No
Dialed Number Override System Dialed Number override check box
Pattern Pattern Configuration check box. differs depending on
Configuration For new devices, keep this field the device state:
unchecked. .
» For new devices,

override is

disabled

(unchecked). New

Unified CVP Call

Server devices

will use

configured

system-level
dialed number
patterns by
default.

For upgraded
devices, override
is enabled
(checked).
Upgraded Unified
CVP Call Server
devices will use
device-level
dialed number
patterns by
default.

Local Static Routes

Configuration Guide for Cisco Unified Customer Voice Portal, Release 11.5(1) .



. SIP Service Settings
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Property Description Default Range Restart
Required

Static routes for | In the Dialed Number (DN) text | None Dialed number pattern, | No
local routing box, enter a dialed number. destination must be
Zvlitggﬁ;[lznproxy _ | The Static routes for local I?:InNaIt\I(I)\fNNNNNNN

routing without an outbound
Dialed Number proxy - Dialed Number (DN) ora hostname. See
(DN) field is used to create a Static Ve.lhd Format for

. Dialed Numbers, on

Proxy Route Configuration Table.

Create static routes if you do not page 94.

use a SIP Proxy Server. Before

adding a local static route, enter a

value into both the Dialed

Number (DN) and IP

Address/Hostname/Server

Group Name fields so that the

local static route is complete.

Click Add to create a proxy route

using the DN and the IP address

or hostname entered in the IP

Address/Hostname/Server

Group Name fields. The newly

created proxy route is added to the

list of proxy routes displayed in

the box below the Add button.
1P Enter an IP address, hostname, or | None Valid IP address, No
Address/Hostname/ | server group name. hostname, or SRV
Server Group domain name
Name
Advanced Configuration
General
Outbound proxy | Enter a value for port on which the | 5060 Any available port Yes
port SIP service sends requests to the number. Valid port

outbound proxy server. numbers are integers

between 1 and 65535.

Outgoing transport | Select a transport type for outgoing | TCP TCP and UDP Yes
type SIP requests.

Select TCP when reliability is
important or packet size is an
issue. Select UDP in the high
availability deployments, because
the SIP retry counter and
retransmission time settings make
the change to a second priority
DNS SRV destination occur faster.
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Property Description Default Range Restart
Required

Incoming transport | The type of transport the SIP UDP+TCP UDP+TCP Yes

type Service uses to listen for incoming

SIP requests.

Time to wait for The maximum number of 2000 50 to 5000 No
ICM instructions | milliseconds to wait for ICM to
send further instructions.

SIP info tone The maximum number of 100 50 to 2000 No
duration milliseconds for tone durations milliseconds
sent in when sending Dual Tone
Multi-Frequency (DTMF) *8
outpulse digits to the gateway.

SIP info comma | The maximum number of 100 50 to 2000 No
duration milliseconds to pause for each milliseconds

comma in the label when sending

DTMF to the gateway.

Note SIP info comma

duration is a pause
between the *8 and the
number. For example,
four commas imply
four times the value.
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Property Description Default Range Restart
Required

Generic Type Enter a value for passing GTD UusS 48 characters No
Descriptor (GTD) |(UUI) data to ICM in a new call.
Parameter

Forwarding

Note * You
can
extract
other
[RaEES
in the
GTD
and
send
them
to
ICM.
Use
oommas
for
multiple
values,
such
as
Uus,
PRN,
GCI.

* You
can
extract
any
paameer
contained
in the
NSS
1AM

message.
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Property Description Default Range Restart
Required
Prepend digits From the Prepend digits 0 0 to 20 digits No

drop-down list, select the number
of digits that are stripped from the
beginning of the incoming Dialed
Number (DN) before it is
submitted to ICM for the
scheduled routing script.

Note * When Unified
ICM returns a
label, Unified
CVP prepends the
stripped digits
before initiating
the transfer.

If you customized
the Prepend
Digits value
manually, in the
sip.properties
files, set this value
in Operations
Console after
upgrading to
ensure that your
custom value is
not overwritten
later. Set the
Prepend Digits
value and then
click Save &
Deploy to ensure
the values of both

Operations

Console and Call

Server devices are

in sync.
UDP From the UDP Retransmission |3 1to6 No
Retransmission Count drop-down list, select an
Count option to set the UDP retry count

for SIP retries.

Use Error Refer Check the Use Error Refer check | Checked Checked or unchecked | No

box to enable the SIP Use Error
Refer property. Else, keep the
check box unchecked.
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Call Server Configuration |

Property Description Default Range Restart
Required
I0S Gateway Check the IOS Gateway Options | Checked Checked or unchecked | No
Options Dynamic | Dynamic Routing check box to
Routing identify if resource availability
indication on a specific route or
service basis is required for
real-time routing based on trunk
utilization data.
10S Gateway Check the IOS Gateway Options | Checked Checked or unchecked | No
Options Reporting | Reporting check box to identify
if trunk utilization reporting and
resource availability on a router
basis is required after the call is
completed.
QoS
Select QoS level | Select the Quality of Service (QoS) | None Dialed Number No
level between the SIP Service and pattern, destination
the SIP Proxy Server. (must be in the form of
Note For more information,
) or a hostname). See
see the Enterprise QoS .
Solution Reference Ve.lhd Format for
Network Design Guide. Dialed Numbers, on
page 94.
SIP Header Passing (to ICM)
Header Name Specify the SIP header name and | None 255 characters No
click Add to add it to the list of
SIP headers passed to ICM.
Parameter This field is optional for list None 255 characters No

addition.

Dialed Number (DN) patterns
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Property Description Default Range Restart
Required

Patterns for Creates a SIP Send Back to None 24 characters. See No

sending calls to the | Originator Lookup Table. Specify Valid Format for

originator - the DN patterns to match for Dialed Numbers, on

Dialed Number sepdmg}he call back to the page 94.

(DN) originating gateway for VXML

treatment. For the Unified CVP
branch model, use this field to
automatically route incoming calls
to the Call Server from the
gateway back to the originating
gateway at the branch.

This setting overrides sending the
call to the outbound proxy or to
any locally configured static
routes. It is also limited to calls
from the IOS gateway SIP "User
Agent" because it checks the User
Agent header value of the
incoming invite to verify this
information. If the label returned
from ICM for the transfer matches
one of the patterns specified in this
field, the call is routed to
sip:<label>@<host portion of from
header of incoming invite>.

Three types of DNs work with
Send To Originator: VRU label
returned from ICM, Agent label
returned from ICM, and Ringtone
label.

Send To Originator does not work
for the error message DN because
the inbound error message is
played by survivability and the
postroute error message is a SIP
REFER. (Send To Originator does
not work for REFER transfers).

Note For Send To Originator
to work properly, the
call must be originated
by TDM and have
survivability configured

on the pots dial peer.
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Property

Description

Default

Restart
Required

Patterns for RNA
timeout on
outbound SIP calls

Dialed Number
(DN)

Creates a DN pattern outbound
invite timeout using the DN and
timeout entered above the Add
button. Click Add to add the newly
created DN pattern outbound invite
timeout to the list displayed in the
box below the Add button.

Click Remove to delete the
selected DN pattern outbound
invite timeout from the list.

None

24 characters. See
Valid Format for
Dialed Numbers, on
page 94.

No

Timeout

The number of seconds the SIP
Service waits for transferee to
answer the phone or accept the
call.

If a selected termination (for either
a new or transferred call) returns
a connection failure or busy status,
or if the target rings for a period of
time that exceeds the
ring-no-answer (RNA) timeout
setting of the Call Server, it
cancels the transfer request and
sends a transfer failure indication
to Unified ICM. This scenario
causes a router requery operation.
The Unified ICM routing script
then recovers control and has the
opportunity to select a different
target or take other remedial
action.

60 seconds

510 60

Custom ringtone
patterns -

Dialed Number
(DN)

Specify a custom DN pattern.
Click Add to add the newly
created DN pattern to the list
displayed in the box below the Add
button.

To know which DN is configured
on the gateway to play ringtone,
execute the sh run command on
the gateway and look for the dial
peer that matches the incoming
dialed number.

None

24 characters. See
Valid Format for
Dialed Numbers, on
page 94.
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Property Description Default Range Restart
Required
Ringtone media file | The filename of the ringtone to be | None 0 to 256 characters No
name played for the respective dialed without spaces.
gumber. You must save the Provide the URL for
ringtone media file to the VXML .
Gateway. the stre?am name in the
following form:
rtsp://<streaming
server I[P address>
/<port>/<foldername>/
<filename>.rm
Post Call Survey DNIS Mapping
Incoming Call Click Add to add the newly None Dialed Number No
Dialed Number created DN pattern to the list pattern, destination
(DN) displayed in the box below the Add (must be in the form of
button. Click Remove to delete the NNN.NNN.NNN.NNN
selected DN pattern from the list. or a hostname). See
Valid Format for
Dialed Numbers, on
page 94.
Survey Dialed Click Add to add the newly None Alphanumeric No
Number (DN) created DN to the list. Click characters

Remove to delete the selected DN
from the list.

Note

* The Call Max Threshold property specifies the simultaneous active calls that are allowed on a CVP
Server instance. Requests above this value are rejected with a 503 Server Unavailable status.

The default value is -1, which disables the check performed by this property. The expected range of
values is 0 to the maximum number of concurrent sessions supported on CVP Servers for a given Unified
CVP release. For more information, see the Section, Sizing for Unified CVP in the Solution Design Guide
for Cisco Unified Contact Center Enterprise available at https://www.cisco.com/c/en/us/support/
customer-collaboration/unified-customer-voice-portal/products-implementation-design-guides-list.html.

To change or update this property, you must manually edit the sip.properties file in \Cisco\CVP\conf

folder.

Property: #Calls Max Threshold
Value: SIP.CallsMaxThreshold= -1

Related Topics

Valid Format for Dialed Numbers, on page 94
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. Ring No Answer Settings with SIP

Ring No Answer Settings with SIP

If you use the Unified CVP Ring No Answer (RNA) settings in SIP, ensure that the RNA value is 2 or 3
seconds greater than the Unified ICME Agent Desk Setting RNA timeout. A greater value provides time to
signal the agent after the ICM Router picks the agent through the link with the Peripheral Gateway. The range
of RNA value is from 5 to 60 seconds.

Unified CVP makes a call to the ringtone service on the VXML gateway. This call is followed by sending
the call to the Unified Communications Manager trunk for the agent. During this period, an agent has sufficient
time to receive the delivered event after being reserved, and also ensures that Unified ICME reporting is
correct in terms of handled time and RNA call disposition calls reporting.

Valid Format for Dialed Numbers

Valid dialed number patterns are the same as for the ICM label sizes and limitations, including the following:

* Dialed numbers can be up to 24 characters.

* Use the period (.) or the letter X for single-digit wildcard matching in any combination. Avoid using the
letter “T” for wildcard matching.

» Use the greater than (>), asterisk (*), or exclamation (!) character as a wildcard for zero or more digits
at the trailing end of a dialing number.

* The highest precedence of pattern matching is an exact match, followed by the most specific wildcard
match. When the number of characters is matched equally by more than one wildcard pattern, precedence
is given from top to bottom of the configured DN list.

IVR Service Settings

The IVR service creates VXML documents that are used to implement miroapplications based on Run Script
instructions received by the ICM. The VXML pages are sent to the VXML Gateway to be executed. The IVR
Service can also generate external VXML through the microapplications to engage the Unified CVP VXML
Server to generate the VXML documents.

The IVR Service plays a significant role in implementing a failover mechanism. This capability is achieved
without Automatic Speech Recognition (ASR)/Text To Speech (TTS) Server and VXML Servers. Up to two
of each such server are supported, and the IVR Service orchestrates retries and failover between them.

Note

Configure the following servers before you configure the [IVR service:
* ICM Server
* Media Server
* ASR/TTS Servers
* VXML Server

* Gateway

To configure IVR settings on a Call Server, on the IVR tab, enter or modify the field values, as listed in the
following table:
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Table 16: IVR Service Settings

IVR Service Settings .

Property Description Default Range Restart
Required

CVP H.323 Service Configuration
Heartbeat timeout | Enter the number of seconds after 120

which the heartbeat times out.
I0S Voice Browser Configuration
Last Access Enter the number of seconds the IVR | 7320 0to0 2147483647 |No
Timeout (seconds) | Service waits for a call request from a

non-Unified CVP Voice Browser

before removing that Voice Browser

from its current client list. This value

must be greater than or equal to the call

timeout.
Media Server Enter the number of seconds the 4 0to0 2147483647 |No
Timeout Gateway should wait to connect to the

HTTP Media Server before timing out.
Media Server Retry | Maximum number of times the 0 0to 2147483647 |No
Attempts non-Unified CVP Voice Browser, such

as IOS Voice Browser, or Unified CVP
VXML Server attempts to connect to
an HTTP Media Server to retrieve a
single prompt. If the Voice Browser
or Unified CVP VXML Server fails
after the specified number of times, it
tries the same number of times to
retrieve the media from a backup
media server before failing and
reporting an error.

Note The backup media server is
defined on the gateway as

<mediaserver>-backup.
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Property Description Default Range Restart

Required
ASR/TTS Server | Maximum number of times the 0 0to 2147483647 |No
Retry Attempts Gateway tries to connect to an

ASR/TTS server. If the Gateway fails
to connect this many attempts, it tries
the same number of times to connect
to a backup ASR/TTS server before
failing and reporting an error.

Note The backup ASR and TTS
servers are defined on the
gateway as
asr-<locale>-backup and
tts-<locale>-backup.

IVR Service The number of seconds the gateway |7 0to0 2147483647 |No
Timeout should wait to connect to the [IVR
Service before being timed out. This
setting controls call results only. The
initial NEW_CALL timeout from the
Gateway to the IVR Service is
controlled through the fetchtimeout
property within the bootstrap VXML
in flash memory on the Gateway.

IVR Service Retry | Maximum number of times the 0 0to 2147483647 |No
Attempts gateway tries to connect to the IVR
Service before failing and reporting an
error. This setting controls call results
only. The initial NEW_CALL retry
count from the Gateway to the IVR
Service is controlled from within the
bootstrap VXML in flash memory on
the Gateway.

Use Backup Click Yes if an ASR/TTS Server is Yes Yes or No No
ASR/TTS Servers |unavailable so that the gateway
attempts to connect to the backup
ASR/TTS server. Else click No.

Use Backup Media | Click Yes if the Media Server is Yes Yes or No No
Servers unavailable so that the gateway

attempts to connect to the backup
Media Server. Else click No.

Use hostnames for | Click No to use IP address VXML No Yes or No No
default Server and Media Server. Click Yes to

Media/VXML use hostnames instead of IP addresses.

servers
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Device Pool .
Property Description Default Range Restart
Required
Use Security For | Click No to generate HTTP URLs to | No Yes or No No
Media Fetches Media Servers. Click Yes to generate
HTTPS URLs to Media Servers.
Note The default option is
available for a client using
SIP Service and the Media
Server is not set to a URL
that explicitly specifies an
HTTP/ HTTPS scheme.
Advanced
Call timeout The number of seconds the IVR 7200 6 seconds or No
Service waits for a response from the greater
SIP Service before being timed out.
Call-timeout should be longer than the
longest prompt, transfer, or digit
collection at a Voice Browser. On
timeout, the call is canceled without
affecting other calls.
Note Having a longer
Call-timeout duration is
useful even when calls are
being stranded, they are not
removed from the IVR
service until the timeout.
ASR/TTS Use the | Click this option if your ASR and TTS | No Yes or No No
Same MRCP Servers are on the same computer.
Server Note This option helps to
minimize the number of
MRCP connections on the
ASR/TTS Server.

A device pool is a logical group of devices. It provides a convenient way to define a set of common
characteristics that can be assigned to devices, for example, the region in which the devices are located. You
can create device pools and assign devices to the device pools you created.

Every device you create is automatically assigned to a default device pool, which you can never remove from
the selected device pool list. The Administrator account is also assigned to the default device pool automatically.
Having the administrator account ensures that the administrator can view and manage all devices. You cannot
remove the Administrator account from the default device pool.
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. Add or Remove Device From Device Pool

When you create a user account, you can assign the user to one or more device pools, which allows the user
to view the devices in those pools from the Control Center. Subsequently, you can remove the user from any
associated device pools, which prevents that user from viewing the pool devices in the Control Center.
Removing a user from the default device pool prevents the user from viewing all devices.

Add or Remove Device From Device Pool

Step 1

Step 2
Step 3

Step 4

Procedure

From the Device Management menu, select a device to add to the Device Pool.

Example:

To add a Call Server to a device pool, select Unified CVP Call Server from the Device Management menu.
A window that lists known devices of the type you selected appears. For example, if you select Call Server,

all the known Unified CVP Call Servers are listed.

Select a device pool from the Device Pool list and click Edit.
On the Device Pool tab:

* In the Available list box, select one or multiple devices and click the Add arrow. The added devices
appear in the Selected list box.

* To remove the added devices from the Selected box, select them and click the Remove arrow. The added
devices appear in the Selected list box.

Click Save & Deploy.
Note * Click Save to save the changes in Operations Console and add or remove a device from Device
Pool later.

* Some edit-device windows have an Apply button instead of Save. Click Apply to copy the
configuration to the device.

Infrastructure Service Settings

The Call Server, Unified CVP VXML Server, and Reporting Server offer one or more services. The Call
Server provides SIP, IVR, and ICM call services. The Unified CVP VXML Server provides VXML services,
and the Reporting Server provides reporting services. Changes to Infrastructure settings affect all services
that use threads, publish statistics, send syslog events, or perform logging and tracing. For example, when
you change the syslog server setting, the changes are applied to all services that write to syslog.

To configure Infrastructure settings, on the Infrastructure tab, enter or modify the field values, as listed in
the following table:
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Table 17: Infrastructure Service Configuration Settings

Property

Description

Default

Range

Restart
Required

Configuration: Thread Management

Maximum Threads

Enter the maximum number of threads
allocated in the thread pool that can be
shared by all services running as part of a
CVP Web Application.

500

100 to 1000

Statistics

Statistics
Aggregation
Interval

Enter the duration in minutes during which
system and service statistics are published
to the log file and SNMP events are sent.
After the statistics are published, the
counters reset and aggregate data for the